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Volpe Center Administrative Applications

1 System Development Overview

The day-to-day system development operations of the Volpe Center are supported by a number
of mission-critical applications. Most of these applications are owned and used primarily by
the various Divisions within the Office of Administrative Services including Financial
Management, Acquisition, Facilities Management, Human Resources, and Administrative
Services. Some, however, are in genera use throughout the Center. All were developed (or
acquired) and are now maintained and operated by the Volpe Computer Center and their
support contractor.

There are 26 administrative systems that could be termed legacy. Legacy systems were
originally developed primarily in a proprietary Compaq (formerly Digital Equipment
Corporation (DEC)) environment. They were built using COBOL and S1032, the premier
database management system (DBMS) from the old DEC environment, and run under the
OpenVMS operating system. A few of the legacy systems were built using HOLOS and
Clipper. These systems are being scheduled for replacement but until such time are still being
maintained and updated. They are currently still critical to the Volpe Center mission and a
significant element in the day-to-day workload of the support contractor.

The current direction for new administrative applications is to acquire commercially-available
solutions. The PRISM system has been acquired and has been implemented to support the
Acquisition function. The Center is part of a DOT-wide effort called Delphi to implement
Oracle Financials for Financial Management. Other packages are being investigated for other
functional areas. The intent is to integrate these individual packages using data warehouse
technology. The Volpe Intranet will serve as the means of making information available. The
UNIX operating system and the ORACLE DBMS will be the platform for al applications.

The Computer Center’s support contractor maintains the legacy applications making changes
whenever new requirements are identified. The contractor also provides day-to-day production
support for all applications currently in use. Finally, the contractor provides technical
assessment of commercial packages and analysis, integration, design, coding, testing,
documentation, and training associated with implementing any such package.

Descriptions of the following administrative applications are provided as listed below and
grouped by functional business areas

Finance Applications

DAFIS Interface

Financial Status of Programs (FSOP)
Funds Certification

Plan

Total Cost

Work Plan Budget (WPB)

Invoice Tracking
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8. Labor

9. Payrall
10. IEC Delphi
Acquisition
1. Contract Administration System (CAS)
2. Procurement Information Management (PRIM)
3. PRISM
Human Resour ces
1. Personnel
2. Full Time Equivalency (FTE)
3. Minority
Facilities
1. Property
2. Communication
3. Supply
M anagement | nfor mation
1. Executive Information System (EIS)
2. TSCX
3. Data Warehouse
4. Intranet
5. Internet
Special Purpose
1. WINFORMS
Reports Distribution System (RDS)

21  Application Descriptions
Administrative applications at the Volpe Center include the following:
2.2 Finance Applications

2.2.1 AFISInterface System (DIS)

Purpose: The purpose of the DIS system is to provide a front-end interface to the DOT
DAFIS system and a back-end link from the DAFIS system to the Volpe Center
FSOP systems.

Functionality: These two systems track all the spending — commitments, obligations, accrued
expenditures, and disbursements — against most financial transactions at the
Volpe Center. The Labor System and Acquisition Overhead do not interact with
DIS.

Environment: Language/ Data Source/ Computer /System 1032, COBOL/ System 1032
Datasets, Flat filess Compag GS-140



2.2.2 Financia Status of Programs (FSOP)

Purpose: The FSOP (Financial Status of Programs) System is a part of the FSOP
Accounting and Budget System in support of the VVolpe Center’s Code-80.

Functionality: The FSOP System Module encompasses the periodic reporting of funding status
to Volpe Center Managers and to Sponsors. The data upon which the reports are
based is maintained in an integrated FSOP database.

Environment: Language / Data Source / Computer /System 1032, COBOL/ S1032 Datasets,
Flat Files/ Compag GS-140

2.2.3 Funds Certification

Purpose The purpose of the Fund Certification System is to provide the Accounting
Department the means to certify transactions and process the certified
transactions.

Functionality: The Fund Certification System provides the Accounting Department the means
to certify transactions, process the certified transactions, produce on demand
reports to monitor the status of WPBs and PPAS, and to obtain on-line inquiries
a the WPB and PPA levels which include printing capabilities. The Fund
Certification System is a part of the FSOP Accounting and Budget System.

Environment: Language / Data Source/ Computer/ System 1032, COBOL/S1032 Datasets,
Flat Files/ Compag GS-140

224 Plan

Purpose The FSOP Plan System is a part of the FSOP Accounting and Budget System in
support of the Volpe Center's Code-80 and assists these users in their daily
activities.

Functionality The Plan System assists Budget users in maintaining the Project Plan
Agreements (PPAs), the Genera Working Agreements (GWAs) and
Reimbursable Agreements. The FSOP Plan System is a part of the FSOP
Accounting and Budget System in support of Volpe Center’s Code-80.

Environment: Language / Data Source / Computer/ System 1032, COBOL / S1032 Datasets/
Compaq GS-140

225 Tota Cost
Purpose: The purpose of the Tota Cost System is to accumulate commitments,

obligations, accruals and disbursements from COAD and Labor by WPB cost
element and PPA appropriation.



Functionality: The Total Cost System is a part of the FSOP Accounting and Budget System in
support of the Volpe Center’s Code-80. In addition to data accumulation, the
Total Cost System produces the Direct Cost Summary, the Process Cost
Summary, the Overhead Cost Summary, and the Labor Cost Summary Reports.

Environment: Language / Data Source / Computer/ System 1032, COBOL/ S1032 Datasets,
Flat Files/ Compag GS-140

2.2.6 Work Plan Budget (WPB)

Purpose: The purpose of the WPB system is to provide current WPB information. The
WPB System is a part of the FSOP Accounting and Budget System.

Functionality: The WPB system enables Volpe Center Budget and Accounting Analysts to
maintain all WPB records for the current fiscal year that are stored in the FSOP
database, thereby providing current WPB information necessary to modify
funding plans. The WPB System is a part of the FSOP Accounting and Budget
System.

Environment: Language / Data Source / Computer/ System 1032, COBOL/ S1032 Datasets/
Compaq GS-140

2.2.7 Invoice Tracking

Purpose: The purpose of the Invoice Tracking system is to allow the Accounts Payable
Department to track the status of vendor invoices and monitor payment activity.

Functionality: It consists of two subsystems: Invoice and Prompt Payment. The Invoice System
is maintained with the Accounts Payable Department. Vendor invoice and
prompt payment data is entered by a data entry clerk.

Environment: Language / Data Source / Computer/ ACCESS / ACCESS / Network Intel
Server

2.2.8 Labor

Purpose: The purpose of the Labor Distribution System is to capture distribution of
federal labor to projects and to provide management with a statement of federal
employee labor charged to projects at the Volpe Center.

Functionality: The bi-weekly Labor Distribution System is divided into four production phases.
Phase |1 consists of afinal edit, the update of the LABOR ASCII Master file, the
creation of alabor database, and the generation of reports. Phase 111 is run when
the month end coincides with the end of pay cycle. Month end reports are
generated in this cycle. Phase 1V is run after Phase |11 when the month ends in



the midst of a pay cycle. In addition to generating monthly reports, the Labor
Master File is updated in Phase IV with accrued data and a corresponding
database is created.

Environment: Language/ Data Source / Computer /COBOL, System 1032, Scope / Flat files,
S1032 Datasets / Compaq GS-140

229 Payroll

Purpose: The purpose of the Volpe Center’s Payroll System isto provide labor time to the
CUPS system in Oklahoma City.

Functionality: The Volpe Center's Payroll System is generated from labor time that is
processed in Atlanta, and then forwarded to Oklahoma City. A payroll skeleton
file is eectronically transmitted to the Volpe Center every pay period. A
database is created from the file, and various payroll reports are generated using
the database.

Environment: Language / Data Source / Computer/ COBOL, System 1032 / Flat files, S1032 /
Compaq GS-140

2.2.10 Delphi (future)

Purpose: The Delphi System is a Department of Transportation wide financial system. It
will be implemented at Volpe sometime in mid fiscal year 2003 and will provide
the Volpe Center with all finance capabilities currently available.

2.3  Acquisition Applications

2.3.1 Contract Administration System (CAS)

Purpose: The purpose of the Contract Administration system is to track information about
procurement contracts and contractors.

Functionality: The system keeps track of contractor skill descriptions, contract and contractor
profiles, rates (hourly direct and indirect), modifications to contracts, and the
agency responsible for auditing of a contract and contractor billing. Various
reports are produced on aregular basis or as required.

Environment: Language/ Data Source/ Computer/ COBOL, System 1032, Scope / RMS
Keyed files, S1032 / Compaq GS-140

2.3.2 Procurement Information Management (PRIM)

Purpose: The purpose of the PRIM system is to maintain procurement/contract
information for the Acquisition Division.



Functionality: PRIM is an on-line/batch system. Users access the on-line system through a.
menu program. The on-line system is used to make inquiry and data entry
activities. The batch system is used to generate reports and interact with other
system. This system has daily, weekly, monthly and quarterly reporting
activities. The FSOP system is accessed to make some of these reports and to
update the funding information on PRIM. Contract specialists use PRIM to
report the status of contract procurements from time or receipt to obligating.

Environment: Language/ Data Source / Computer /COBOL, System 1032 / RMS Keyed files,
S1032 / Compag GS-140

2.3.3 PRISM (future)

Purpose: PRISM isa COTS application currently being implemented at VVolpe. It will
replace all functionality provided by PRIM and then some. Full implementation
is scheduled for some time in fiscal year 2003.

2.3.4 Reconstructed PRISM System

Purpose: The purpose of the Reconstructed PRISM System is to provide procurement
information to the Receiving and Property Systems for procurements that use
Simplified Acquisition Procedures (SAP).

Functionality: The Reconstructed PRISM system is used to assure data transfer and quality
from the PRISM Acquisition system for the Receiving System and Property.
This system has daily, weekly, monthly and quarterly reporting activities.

Environment: Language / Data Source / Computer/ SQL, COBOL, 1032, Scope / Flat files,
S1032 / Compag GS-140

24 Facilities

24.1 Property

Purpose: The purpose of the Property system is to provide data pertinent to personal
property controlled by the Center.

Functionality: The Property Management System consists of the storage of all tagged personal
property controlled by the Volpe Center. Data is entered via an on-line menu,
that allows users to add, delete, change, transfer, etc., property. Weekly,
Monthly, Quarterly and Y early reports are generated via system generated batch
processing.

Environment: Language/ Data Source/ Computer/ COBOL, System 1032, Scope / RMS
Keyed files, S1032 / Compaq GS-140



2.4.2 Communication

Purpose:

Functionality:

Environment:

243 Supply

Purpose

Functionality

Environment:

The Communications Management System was developed for the Finance and
Administration Services Division of Volpe Center. The system provides an
efficient and user friendly method for maintaining and reporting information
relating to inventory, cost distribution and assignment of telephones within the
Volpe Center complex.

The function is accomplished with a monthly production cycle supported with
appropriate ad-hoc data entry management tasks.

Language / Data Source / Computer/ COBOL, System 1032, Scope / Flat files,
S1032 / Compag GS-140

The purpose of the Supply System is to track inventory items that do not require
property numbers.

The Supply System tracks stock issues, produces the Supply Catalog, and
supports use of the Federal Supply Inventory. Stock issue data is provided to
the DAFIS Interface System (DIS). Monthly reporting is also provided.

Language / Data Source / Computer/ COBOL, System 1032, Scope / S1032 /
Compaq GS-140

25 Human Resour ces

25.1 Personnd

Purpose:

Functionality:

Environment:

The purpose of the Personnel System is to provide information concerning
personnel at the Center and to provide a data source for other Volpe Center
applications.

The Personnel System is maintained by the FAA in Oklahoma City. Personnel
Master file data is extracted from Oklahoma City’s file monthly to populate the
Center’'s Personnel Master file. This data is used to generate the Personnel
Summary reports for Center management

Language / Data Source / Computer/ COBOL, System 1032, Scope / Flat files,
S1032 / Compag GS-140

2.5.2 Full Time Equivalency (FTE)




Purpose The purpose of the Full Time Equivalency System is to provide FTE
information concerning personnel at the Center to Center management.

Functionality The Full Time Equivalency system is maintained by the FAA in Oklahoma City.
FTE data is extracted monthly and used to update a fiscal year-to-date database.
This datais used to generate the FTE reports for Center management

Environment: Language/ Data Source / Computer/ COBOL, System 1032, Scope / Flat files,
S1032 / Compag GS-140

2.5.3 Minority

Purpose: The purpose of the Minority System is to provide the Center's Equal
Employment Opportunity Officer with fiscal year-to-date promotions, attritions
and accessions and to identify employees by ethnic background, grade, sex, and
occupationa code for usein avariety of reports.

Functionality: Data for the Minority system is maintained by the FAA in Oklahoma City in the
CPMIS system. Data is extracted monthly and used to populate the Minority
database at the Center.

Environment: Language/ Data Source / Computer/ COBOL, System 1032, Scope / Flat files,
S1032 / Compag GS-140

2.6 Management I nformation

2.6.1 Executive Information System (EIS)

Purpose: The purpose of the EIS system is to provide access to information contained in
various Volpe Center financial and administrative management systems.

Functionality: The EIS system enables Volpe Center users to develop projections and
comparative analyses for their projects. It aso provides query capability for
current and periodic financial datafor Volpe Center projects.

Environment: Language/ Data Source/ Computer /System 1032, SQL, Scope / Flat files,
Oracle / Compaq GS-140

26.2 TSCX
Purpose: The purpose of the TSCX system is to provide access to information contained

in various Volpe Center financial and administrative management systems. This
system enables users to develop projections and comparative analyses.



Functionality:

Environment:

The TSCX system uses special programs for the systems it access to provide
data to users. The system enables users to query data and print it out in hard
copy. TSCX functionality is similar to EIS (above) functionality.

Language / Data Source / Computer/ COBOL, System 1032, Scope / RMS
Keyed files, S1032 / Compaq GS-140

2.6.3 DataWarehouse (future)

Purpose:

Functionality:

Environment:

The purpose of the Data Warehouse is to provide access to information
contained in various Volpe Center financial and administrative management
systems. The Data Warehouse enables users to analyze this information by
running standard or “canned” reports, creating their own new or “ad hoc’
reports and queries, drilling-down to additional detail, exporting data to other
formats, and presenting data in multiple formats, including graphs. User queries
can be saved, shared with other end-users, and the resulting reports can be
printed.

The Data Warehouse consists of several components, including: source systems,
a data staging area, data marts, and web-based business intelligence software. It
currently provides access to project-related financial, travel, and labor
information obtained from various operational systems

Language /Data Source Oracle /Computer/ Unix Shell ScriptORACLE/
Compag GS-140, Sun Enterprise 450

2.6.4 |Intranet

Purpose:

Functionality:

Environment:

The purpose of the Volpe Center's intranet (VolpeNet) is to support the
exchange of internal information, internal information dissemination, and to
support web-enabled solutions for business process streamlining where
applicable.

Viatraditional static HTML code, as well as an Oracle database-driven dynamic
code, web pages are served up and viewed through a web browser. In some
cases information is restricted through an Oracle database log in.

AdNet, which used to be a sister site to VolpeNet focused on Acquisition
information, is in the process of being incorporated into the overall intranet site
and will no longer be a separate entity.

Language / Data Source/ Computer/ java script, Perl, HTML, PL/SQL via oracle web
producty Volpe Data Staging Area/ Dell PowerEdge 6300 with NT

2.6.5 Internet



Purpose: The purpose of the Volpe Center’ sinternet is to increase visibility, communicate
with Volpe constituents, support outreach efforts, and share information with the
public.

Functionality: Viatraditional static HTML code, as well as an Oracle database-driven dynamic
code, web pages are served up and viewed through a web browser.

Environment: Language/Data Source/Computer/java script, Perl, HTML, PL/SQL via
ORACLE web products/Volpe Data Staging Areal SUNE450 with Solaris
UNIX

2.7 Special Purpose

2.7.1 WINFORMS

Purpose: The purpose of the WinForms System is to provide an electronic forms
processing capability that automates the task of filling out and printing high
volume forms used by the Volpe Center.

Functionality: Forms can be filled in and printed.

Environment: Language / Data Source / Computer/ FORMFLOW, Visua Basic, Visua C++,
SQL/ Oracle, Clipper, dBase / Network Intel Server

2.7.2 Reports Distribution System (RDS)

Purpose: The purpose of the Reports Distribution system is to provide a mechanism for
printing reports for specific organizations and/or individuals at the Center.

Functionality: The RDS system is an on-line system that contains data pertaining to reports
distribution: who receives the report, what division they are in, how many copies
to print. This system isinternal to Administrative Applications.

Environment: Language / Data Source / Computer/ System 1032, Scope / S1032 / Compaq
GS-140

10



OVERVIEW OF VOLPE CENTER NETWORK
AND DESKTOP ENVIRONMENT

The Volpe Center network extends over seven buildings and provides access to local and remote
computing resources for the Center’ s employees and contractors. The main building is a 12-story
tower with all other buildings either physically connected to the tower or within a city block away
(i.e., 5 Cambridge Place). The layout of the Center provides aright of way between six of the
seven Center buildings. Thereis currently no conduit access to the 5 Cambridge Place facility
(Computer Science Corporation (CSC) Contractor location) from the Volpe Center. Network
connectivity between the Vol pe Center and the CSC location is provided by four T1 circuits
leased from Verizon Communications. The Volpe Center Infrastructure LAN/WAN Network
diagram is available as Section J. 7 - LAN/WAN DIAGRAM.

The network is 100 percent built with Cisco 6000 and 5000 series Ethernet switches located at the
central switching hub and the various communications closets. A brief description of the various
network and desktop componentsis as follows:

Cabling

The Volpe Center hasin place afiber optic backbone network that interconnects all
switches located in the various communications closets with the two central switches
located in the Building 3 Data Center. The fiber is terminated by ST connectors within a
properly enclosed patch panel in each communications closet and consists of a 6-pair,
62.5 x 125 micron cable, the only exception being the cable that connects the Building 3
Data Center with the second floor communications closet in Building 1. That cableisa
36-pair, 62.5 x 125 micron cable, the only two-to-one traffic concentration point to an
otherwise all point-to-point fiber-connected network. The connections from the
communications closets to the Volpe Center’s offices and labs are via dual Category 5
copper wiredrops. The 5 Cambridge Place location supporting CSC is connected to the
Volpe network viafour T1 circuits.

Network Equipment

The switching equipment used in the Volpe Center network is manufactured by Cisco
Systems. There are over 25 Ethernet switches installed in communications closets
located strategically throughout the Volpe Center. The mgority of this hardware is Cisco
6000 Series which is capable of supporting 100 Mbps to the desktop with Gigabit
connections between the closet switches and the main distribution switches in the second
floor closet in Building 1 and in the Building 3 Data Center.

Network Management Systems

All Cisco Ethernet switches at the Volpe Center, including those at 5 Cambridge Place,
are managed by two network monitoring systems, the Cisco Works 2000 and the Ipswitch
WhatupGold, both on Windows NT 4.0. The Cisco Works 2000 is an interactive
management system designed to integrate tightly into the Cisco SNMP agents on the
Cisco routers and switches. Thisis managed from the Building 3 Network Engineering
Control Center. The WhatupGold is also an interactive management system that



provides alarms to Network Engineering in the event of afailure of any of the network’s
routers, switches or servers.

5 Cambridge Place

Network access to 5 Cambridge Place from the Vol pe Center is provided by 4 T1s. The
T1s connect to Cisco 2514 routers that support the Decnet, 1P, and IPX protocols. Cisco
5500 series Ethernet switches provide user connectivity via closet copper wiring that
supports mostly 10Mbps to the desktop.

Servers

The Volpe Center has over 100 file servers in use by Government employees and
Contractor employees. A combination of Unix, NT, and Novell servers are located at
various locations throughout the Volpe Center. Approximately half of the servers are
located in Building 3's Data Center and at the 5 Cambridge Place communications
rooms. Other servers are located in or near the departments they serve.

Desktop Computers and Software

The desktop computer population consists primarily of Intel Pentium 11/111/1V machines
of various speed and memory configurations with Microsoft Windows and Office
software, the current standard being Windows 98 and Office 2000.

Printers

The Volpe Center has about 100 network printers of various models and ages, mostly
made by Hewlett Packard.

Service Desk M anagement

Service Desk Management is provided through the Heat Helpdesk and the ZenWorks
Desktop management products.

Network Protocols

The Volpe Center’ s network has a high concentration of Novell Netware servers running
the IPX/SPX protocol. Thereis aso asignificant amount of the TCP/IP family of
protocols on the network to reach Unix, NT, and DEC machines. Other protocols on the
Volpe Network include Netbeui, LAT, and Appletalk.

Electronic Mail

Currently, the Volpe Center mail system is based on the Microsoft Exchange product.
The users are spread across atotal of five servers.

I nternet
The Volpe Center’s Internet Service Provider (ISP) is Genuity. Access to the Internet is

provided through dua bound T1s from the Cambridge office of Verizon
Communications, backed up by asingle T1 from its Boston office. A Cisco 2500 router



automatically switches the “hot backup” Boston connection whenever Genuity no longer
“sees’ its main Cisco 4700 router that controls the dual Cambridge connection. Both
servers are located at the Volpe Center but are controlled by Genuity. The Volpe
Center’s network connection to the Internet is through a Symantec Firewall. This
firewall is ahighly rule-structured, proxy-based/content-filtering type that currently
supports five isolated segments:

ISP or Internet Segment
Intra-Internet Web Segment
FMCSA / SAFER Segment
WAN Segment

Volpe Center Segment

The firewall is backed up by an identical hot stand-by configuration in case the active
configuration fails.

Federal Aviation Administration’s ADTN 2000

Accessto the ADTN 2000 network from the Vol pe Center network is via a Cisco 4700
router that performs Network Access Trandation (NAT) for ADTN 2000's private
address structure. The NAT router interfaces into an ADTN 2000 Cisco 7200 router that
has two Wide Area Network (WAN) connections into the ADNT 2000 network:
Jamaica, NY, and Burlington, MA.

DOT’sIntermodal Data Network (IDN)

Accessto the IDN from the Vol pe Center network is through a Cisco 4700 router and
dual bound T1sto the IDN in Washington, DC.

Surface Transportation Board (STB)

Access to the STB network from the Vol pe Center network is through a Cisco 4xxx
router that controls the single T1 connection between the two networks.

TIMSand SPAS

TIMS and SPAS represent separate networks within the Volpe Center. Cisco 4700
routers provide communications between the TIMS and SPAS networks and the Volpe
Network.

Virtual Private Network (VPN)

During FY 2002, VPN accessto all of the Volpe Center’ s networked resources will

allow users to run telecommuting and remote desktop applications such as NetM eeting
and Exchange WebMail.
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REVISION DATE: 8/16/02

Summary

color

platform

NT Total

Project Use Supported|

Institional Use Supported|

Windows 2000 Total

Project Use Supported|

Institional Use Supported|

Novell Total

Project Use Supported|

Institional Use Supported|

Unix Total

Project Use Supported

Institional Use Supported

Net App Total

Project Use Supported

Institional Use Supported

VMS Total

Project Use Supported

Institional Use Supported

Total Servers
Project Use Supported
Institutional Use Supported

135
49
86
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Intel Pentium 11
Intel Pentium

Intel Pentium Pro

Intel Pentium 11

Intel Pentium 1

Intel Pentium 1

Intel Pentuim 11

Intel Pentium 1

500MHz

500MHz

700MHz

200MHz

200MHz

500MHz

400MHz

450MHz

450MHz

266MHz

Disk0=8G,
Disk1=8G

Disk0=9G (U3
scsl
7200RPMs)

Disk0=17G

Disk0=400MB,
Disk1=2G,
Disk2=2G

Disk0=2.2G,
Disk1=2G

Disk0=13G

Disk0=4G,
Disk1=4G,
Disk2=36G,
Disk3=36G

Disk0=9.6G,
Disk1-36G
Disk0=8.4G,
Disk1=8.4,
Disk2=8.4,
Disk3=8.4

Disk0=4G

Disk0= C 2G, D svc
6G, Disk1=E
1G,F7G

Disk0=C 2G, E wan
6G

Disk 0=C 2G, D svc
15G

Disk0=D int
400MB, Disk1=
C15G,F

500MB,

Disk2=E 2G

Disk0=C int
40MB, E=2G,
Disk1=D 1G, F

1G

Disk0=C 2G, int
D=11G

Disk0=C 4G, int
Disk1=D 1.5G,

G 2.5G, Disk

2=E 36G,

Disk3=F 36G
Disk0=C 8.6G, int
E1G, D 36G
Disk0=C 1.95G, svc
D 6.5G,

Disk1=E 8.4G,
Disk2=F NO

FS, Disk3=G

8.4G

Disk0=C 2G, E int
2G

NT4

NT4

NT4

NT4

NT4
NT4

NT4

NT4

NT4

NT4

NT4

NT4



Intel Pentium Xeon 400MHz

Intel Pentium 11

Intel Pentium 1
XEON

Intel Pentuim 11

Intel Pentium 11

Intel Pentium 11

Intel Pentium

Intel Pentium 11

Intel Pentium 1
XEON

Intel Pentuim 1
XEON

Intel Pentium 1
XEON

Intel Pentium 1
XEON

933MHz

500MHz

500MHz

100MHz

800MHz

450MHz

500MHz

500MHz

700MHz

Disk0=17G
(RAID538.2G
drives),
Disk1=36G,
Disk2=36G

Disk0=16G

Disk0=34G

Disk0=8G

Disk0=9G

Disk0=1G,
Disk1=1G,
Disk2=4G
Disk0=20G

Disk0=4G,
Disk1=8G,
Disk2=12G

Disk0=43G,
Disk1=8G

Disk0=42G

Disk0=17G,
Disk1=69G

Disk0=C 4G, D
3G, G 9G,
Disk1=E 36G,
Disk2=F 36G

Disk0=C 2G, D
640MB, E 14G

Disk0=C 4G, D
2G, E28G

Disk0=C 7.5G,
500MB Unused

Disk0=C 2G, F
7G

Disk0=C 1G,
Disk1=D 1G,
Disk2=E4G
Disk0=C 2G, D
500MB, E
17.5G
Disk0=C 4G,
Disk1=D 8G,
Disk2=E 12G

Disk0=C 4G, D
10G, E 29G,
Disk1=F 8G

Disk0=C 3.94G,
D 9.99G, E
28.3G

Disk0O=F 17G,
Disk1=C 3.94G,
D 175G, E
46.26G

nt

nt

nt

sveC

svC

svC

wan

wan

wan

wan

wan

wan

NT4

NT4

NT4

NT4

NT4

NT4

NT4

NT4

NT4

NT4

NT4

NT4

NT4

NT4



Intel Pentium 200MHz 1 Disk0=2G, Disk0=C2G, wan NT4

Disk1=2G Disk1=D 2G
Intel Pentium 200MHz 1 Disk0=4G Disk0O=C2G  wan NT4
Intel Pentium 11 233MHz 1 Disk0=4G, DiskO=C 2G,E wan NT4
Disk1=4G 2G, Disk1=D
1G, F3G
Intel Pentium 111 500MHz 1 Disk0=8.6G Disk0O=C8G svc NT4
Intel Pentium 11 500MHz 1 Disk0=8.2G Disk0=C 2G,D svc¢ NT4
750MB, E 6G
Intel Pentium 111 200MHz 1 Disk0=2.9G, Disk0=C 2.9G, svc NT4
Disk1=14G Disk1=D 14G
Intel Pentium 1 400MHz 1 Disk0=8G Disk0=C 2G, D int NT4
6G
Intel Pentium 111 1GHz 1 Disk0=18G DiskO=C 2G,E wan NT4
15G
Intel Pentium 11 933Mhz 1 Disk0=17G Disk0=C 3G,D wan NT4
768MB, E 14G
Intel Pentium 11 400MHz 1 Disk0=8.5G, DiskO=C 2G, int NT4
Disk1=8.5G 6.5GUnpartition
ed, Disk1=D
8.5G
Intel Pentium 1 500MHz 2 Disk0=8.5G, Disk0=C 2G, D int NT4
Disk1=8.5G 6.5G, Disk1=E
1G(pg)
Intel Pentium 11 500MHz 2 Disk0=8.5G DiskO=C 2G,D svc NT4
6.4G
Intel Pentium 1 500MHz 1 Disk0=8.5G Disk0=C 2G,D wan NT4
6.4G
Intel PentiumPro  200MHz 2 4 4.3G drives int NT4
Intel Pentium 11 NT4
Intel Pentium 11 350MHz 1 Disk0=12.6G DiskO=C2G,D int NT4
10.3G
Intel Pentium 11 900MHz 2 int NT4
XEON
Intel Pentium 111 900MHz 2 int  NT4
XEON
Intel Pentium 11 900MHz 2 int NT4

XEON




Intel Pentium 11
XEON
Intel Pentium 1

Intel Pentium

Intel Pentium
DEC-321064

Intel Pentium 1

Intel Pentium 1

Intel Pentium 1

Intel Pentium 1

Intel Pentium 11

900MHz

400MHz

166MHz

90MHz

400 MHz

401 MHz

233MHz

400MHz

800MHz

Disk0=4G,
Disk1=4G
RAID1
Disk0=1.2G,
Disk1=520MB

Disk0=2G
Disk0=1G

Disk0=4G,
Disk1=4G
RAID1

Disk0=4G,
Disk1=4G
RAID2

Disk0=8G

Disk0=9G,
Disk1=9G

Disk0=19G

Disk0=C 2G, D i

2G

Disk0=C 1.2G,
Disk1=D
520MB (swp)
Disk0=C 2G
Disk0=C
16MB, D
985MB
Disk0=C 2G, D
2G

Disk0=C 2G, D
2G

Disk0=C 2G, E
6G

Disk0=C 2G, D i

6.45G,
Disk1=Free
Space

Disk0=C 2G, D i

16G, E 400MB

nt

int
int

nt

nt

nt

NT4

NT4

NT4

NT4
NT4

NT4

NT4

NT4

NT4

NT4



Intel Pentium 11 933MHz 1 Disk0=52G Disk0=C 2G,D wan Win2K

(RAID 0) 1.5G, E 48G
Intel Pentium 11 1GHz 2 DiskO(RAID5 DiskO=C5G,D wan Win2K
XEON 4X36G)=108G 2.5G, E 94G
Intel Pentium 111 600MHz 2 int  Win2K
Intel Pentium 11 1GHz 2 RAID 54 drives, DiskO=C5G, D int  Win2K
1logica drive, 1 2.5G, E 40G
hot spare
Intel Pentium 11 600MHz 2 int  Win2K
Intel Pentium 11 13GHz 2 RAID 5 512.8G DiskO=C 4G, D int  Win2K
drives, 1logical 5G, E
drive
Intel Pentium 11 1GHz 2 RAID 54 drives, DiskO=C5G, D int  Win2K
1logica drive, 1 2.5G, E 40G
hot spare
Intel Pentium 11 1 Disk0=8G Disk0=C8G svc Win2K
Intel Pentium 11 1 Disk0=C5G, int Win2K
Disk1=D 2.5G,
Disk2=E 9G,
Disk3=G 17G,
Disk4=H 17G,
Disk5=I 17G,
Disk6=J17G
Win2K
Win2K
Win2000
Professiona
int  Netware4.11/2
Intel P54/P55 66 Mhz 1 14 GB drive SYS4GB user
3,9GB drives SYS5GB, int  Netware4.11/100
Intel Pentium 111 350Mhz 1 usngRAID5 VOL112GB user
int  Netware4.2/15
Intel Pentium 11 350Mhz 1 18GB SYS8GB user
4,9GBdrives SYS2GB, int
VOL1 3GB,
VOL2 8GB,
VOL_PST Netware 4.11/ 100

Intel Pentium 111 450Mhz 1 usngRAID5  12GB user

[



Intel Pentium 111

Intel Pentium 11

Intel Pentium 11

Intel Pentium 11

Intel Pentium 11

450 Mhz

350 Mhz

200 Mhz

450 Mhz

350 Mhz

4,9 GB drives

using RAID 5
4 Drives, 38GB

and 1 4GB
6 Drives, 2 2GB,

4GB, 18GB, 2

8GB
6, 8GB drives

SYS2GB, int
VOL12GB,

VOL2 3GB,

VOL3 2GB,
VOL42GB,
VOL_PST 14

GB

SYS 4GB, int
VOL17GB,
VOL28GB,
VOL5 1.6GB,
VOL_PST 8 GB
SYS2GB,  int
VOL11GB,

VOL2 1GB,

VOL3 8GB,

VOL4 9GB,

VOL5 4GB,

VOL6 8GB,
VOL_PST

8.6GB

SYS 4GB, int

VOL1 4GB,
VOL2 8GB,
VOL3 8GB,
VOL4 8GB,
VOL_PST 8GB,
VOL_PST2
8GB

4,8 GB drives. 3 SYS12GB, int

of themareina

RAID 5 setup

VOL1 1GB,
VOL2 4GB,
VOL_PST 8GB

Netware 4.11/ 100
user

Netware 5.0 / 250
user

Netware 4.11/ 150
user

Netware 5.0 / 150
user

Netware 5.0/ 250
user



M odel

Dell Poweredge 4200

Generic 233 MHZ

Dell Poweredge 2300
Dell Poweredge XE590

Dell Poweredge 2300

Dec AlphaServer 400
SGI Octane

Sunfire 280 R

Sun 280R

Sun 280R

Sun SPARCstation 5
SGI Indigo2

Sun Enterprise E450
Sun Enterprise E450
Sun SPARCstation 5
AlphaStation 333

RAM

262 MB

130 MB

524 MB

195 MB

524 MB

256

1G
2G

256

1024
2GB

128

Processor

Intel Pentium 11

Intel Pentium

Intel Pentium 111
Intel i486DX2

Intel Pentium 111

AlphaAXP
SGI R10000
UltraSparc I11

Sun SPARC
SGI R4000

UltraSPARC I
Sun UltraSparc |1
Sun SPARC
AlphaAXP

Speed

333 Mhz

233 Mhz

450 Mhz
66 Mhz

350 Mhz

233 MHz
175 MHz
400MHz

110MHz
250 MHz

400 Mhz
480MHz
110MHz
333 MHz

Number of
Processors

[y

PP DNDN

Storage

5, 8 GB drives

1,4 GB drive

5, 8 GB drives
4,4GB RAID 5
Array

3,4 GB divesin
RAID 5 Array
2 gigHD, 500
MBHD =25
gigtotal

4G

72GB

1gigHD, 4 gig
HD =5 gig total
9G

2x9GB RAID1,
5x18GB RAID5
w/hot spare
72GB
2.1gigHD

4 gig total HD

Partition Info  Net
or VolumeInfo

SYS2GB, int
VOL16GB,
VOL2 4GB,
VOL3 4GB,
GRAPHICS
16GB,
VOL_PST 8GB
SYS3GB int
SYS3GB, int
VOL13GB,
VOL2 3GB,
VOL3 4GB,
SUPPORT
8GB, VOL_PST
8GB
SYS9GB, int
VOL12GB
int
SYS8GB
svc
int
INT
svc
int
svc
svc
svc

oS Project Use
Supported

Netware 4.11/ 125
user
Netware 4.10 / 250
user

Netware 5.0/ 100
user

Netware 4.10 / 500
user

Netware 4.11 / 250
user

Digital UNIX 4.0F

IRIX 6.5.6 1

Solaris 8

Solaris 8 1

Solaris 8 1
1

Solaris 7

IRIX 6.5.9 1

Solaris 7

Solaris 7

Solaris 7

Digital UNIX 4.0F

Institutional
Use Supported

[y



Model RAM Processor Speed Number of  Storage Partition Info Net OS Project Use  Institutional

Processor s or Volume Info Supported Use Supported
4 gig HD, 9gig 1
HD = 13 gig
SGI Octane 704 SGI R10000 175MHz 2 Total int IRIX 6.5.9
AlphaStation 333 128 Alpha AXP 333MHz 1 Digital UNIX 4.0F 1
SGI Octane 512 SGI R10000 195MHz 1 13G int IRIX 6.4 1
1
Sunfire 280 R 1gig UltraSPARC |11 1G 1 40G Safer Solaris 8
4.29igHD, 4.2 1
gigHD = 8.4 gig
Sun UltraSPARC 1 320 Sun UltraSPARC  167MHz 1 total svc  Solaris7
SGI Octane 512 SGI R10000 250 MHz 1 24G int IRIX 6.5.9 1
SGI Octane 512 SGI R10000 175MHz 1 13G int IRIX 6.5 1
AlphaServer ES40 2G AlphaAXP 833MHz 2 int  Trué4UnixV5.1 1
AlphaServer 4000 5/300 1G EV5 Alpha 300MHz 1 255GB int  Tru64 Unix V5.0 1
SGI Octane 512 SGI R10000 175MHz 1 4G int IRIX 6.5.6 1
1gigHD, 1gig 1
HD, 2gigHD =
DEC AlphaServer 400 32 AlphaAXP 233MHz 1 4 gig total svc  Digital UNIX 4.0D
SGI Origin 2000 2G SGI R10000 195MHz 4 54G int  IRIX6.56 1
14 18GB FC-AL 1
drives=252 GB
Net App F720 AlphaAXP total int  ONTAP5.2.3
14 18GB FC-AL 1
drives =252 GB
Net App F720 AlphaAXP total int  ONTAP5.23
oat Linux Rechat 7.2 1
OpenVMSAXP 1
AlphaServer 4000 5/400 512 EV5 Alpha 400MHz 1 21.5GB int V712
OpenVMS VAX 1
V AX station 4000-60 40 VAX 60MHz 1 4GB int V552
OpenVMSVAX 1
VAXstation 4000-60 40 VAX 60MHz 1 1.7GB int V7.1
OpenVMS AXP 1
AlphaServer GS-140 4G EV6 Alpha 525MHz 2 4GB int  V7.1-2
OpenVMSAXP 1
AlphaServer 7000 6/200 384 EV5 Alpha 200MHz 2 N/A int V721
OpenVMS AXP 1
AlphaServer GS-140 45G EV6 Alpha 525MHz 2 242 GB int V721
OpenVMSVAX 1
VAXstation 4000-90 64 VAX 9OMHz 1 23GB int V552
OpenVMS VAX 1

VAXstation 4000-60 40 VAX 60MHz 1 2GB int  V55-2



FIPS PUB 106

GUI DELI NE
N
SOFTWARE MAI NTENANCE
FI PS PUB 106
FEDERAL | NFORVMATI ON
PROCESSI NG STANDARDS PUBLI CATI ON
CATEGORY: SOFTWARE
SUBCATEGCRY: SOFTWARE MAI NTENANCE

U S. DEPARTMENT OF COMVERCE, Mal col m Bal dri ge,
Secretary

Nat i onal Bureau of Standards, Ernest Anbl er,
Di r ect or

For ewor d

The Federal Information Processing Standards Publication
Series of the National Bureau of Standards is the official
publication relating to standards adopted and pronul gated under
t he provision of Public Law 89-306 (Brooks Act) and under Part 6
of Title 15, Code of Federal Regul ations. These |egislative and
executi ve mandat es have given the Secretary of Conmerce
i nportant responsibilities for inproving the utilization and
managenent of conmputers and automatic data processing in the
Federal Governnment. To carry out the Secretary's
responsibilities, the NBS, through its Institute for Computer
Sci ences and Technol ogy, provides |eadership, technica
gui dance, and coordi nati on of governnent efforts in the
devel opnent of guidelines and standards in these areas.

Comment s concerni ng Federal Information Processing Standards
Publ i cations are wel comed and shoul d be addressed to the
Director, Institute for Conputer Sciences and Technol ogy,

Nat i onal Bureau of Standards, Gaithersburg, NMD 20899.

Janmes H Burrows, Director
Institute for Conputer Sciences and Technol ogy

Abst ract

There is a need for a strong, disciplined, clearly-defined
approach to software mai ntenance. This report enphasi zes the



i nportance of the consideration of software maintenance

t hroughout the lifecycle of a software system and stresses the
need to plan, develop, use and maintain a software systemwth
future software maintenance in mnd. CGeneral and functiona
definitions of software mai ntenance are provided and software
change activities are identified. The report presents guidance
for controlling and i nproving the software maintenance process
and includes suggested criteria for decidi ng whether conti nued
mai nt enance of a software systemis justified. It concludes that
an organi zation's software nmai ntenance efforts can be inproved
through the institution and enforcenent of software maintenance
policies, standards, procedures, and techni ques.

Key words: adaptive nmai ntenance; corrective maintenance; Federa

I nformati on Processing Standards Publications; nanagenent;
perfective maintenance; software engi neering; software |ifecycle;
sof tware mai ntenance; software mai ntenance managenent; software
mai nt enance tool s.

Federal |Information
Processi ng Standards Publication 106
1984 June 15
ANNOUNCI NG THE
GUI DELI NE ON SOFTWARE NMAI NTENANCE

Federal Information Processing Standards Publications are issued
by the National Bureau of Standards pursuant to the Federa
Property and Adm nistrative Services Act of 1949, anended,
Public law 89-306 (79 Stat. 1127) and as inplenented by
Executive Order 11717 (38 FR 12315, dated May 11, 1973) and Part
6 of Title 15 Code of Federal Regul ations (CFR)

Nane of Quideline: Cuideline on Software Mintenance.
Cat egory of Cuideline: Software, Software Mintenance.

Expl anati on: This Guideline presents information on techniques,
procedures, and net hodol ogies to enploy throughout the lifecycle
of a software systemto inprove the maintainability of that
system GQuidance is presented on controlling and inproving

sof tware mai ntenance. Also included is a glossary of technica
terns, a list of supporting |ICST publications and a list of
suggest ed additi onal readi ng. Appendi ces provide information on
t he software mai nt enance process; how to deci de whet her or not
to continue maintaining a system and software nmai nt enance
tools. This @Quideline is intended for use by both nanagers and
mai nt ai ners.

Approving Authority: U S. Department of Conmerce, National Bureau
of Standards, Institute for Conputer Sciences and Technol ogy.

Mai nt enance Agency: U.S. Departnent of Conmmerce, National Bureau
of Standards, Institute for Conputer Sciences and Technol ogy.



Cross | ndex: None

Applicability: This Guideline is intended as a basic reference
gui de for Federal ADP managers and software maintainers for

mai nt ai ni ng software systens throughout their lifecycle. It
addresses bot h managenent and technical issues. Use of this
Qui deline i s encouraged, but not nandatory.

| mpl enent ation: This Cuideline should be consulted whenever
Federal departnments or agencies are devel opi ng or maintaining
sof tware; devel opi ng policies and procedures for devel opi ng or
mai nt ai ni ng software; or considering alternatives to continued
mai nt enance of a software system

Speci fications: Federal Information Processing Standards
Publ i cation 106 (FIPS PUB 106), uideline on Software Mi ntenance
(af fixed)

Qualifications: The techniques and procedures presented in this
Qui deline are recommended for use in all Federal ADP

organi zati ons Specific environnents, organizational priorities,
avai | abl e budget and staff resources, and many other factors
shoul d be taken into account when inpl enmenting these
recomendati ons. The resulting organizational standards and/or
gui del i nes should reflect the specific needs of the organization

VWhere To ntain Copies: Copies of this publication are for sale
by the National Technical Information Service, U S. Departnent

of Commerce, Springfield, VA 22161. \Wen ordering, refer to
Federal Information Processing Standards Publication 106

(FI PSPUB106), and title. When microfiche is desired, this should
be specified. Paynment may be made by check, noney order, or NTIS
deposit account.

1. 1 NTRODUCTI ON

Sof twar e mai nt enance accounts for approximtely 60%to 70%
of the application software resources expended within the
Federal Governnents In addition, the rapidly grow ng i nventory
of software systens is increasing the demand for software
mai nt enance. | nproved productivity in maintaining software,
however, can offset these increases. Thus, the issue which nust
be addressed is not reducing the absolute cost, but rather
improving the quality and effectiveness of software nmaintenance.

Thi s Cuideline provides general guidance for nmanagi ng
sof tware mai ntenance. It presents an overvi ew of techni ques and
procedures designed to assist managenent in controlling and
i nprovi ng the software nai ntenance process. It addresses the
need for a software mai ntenance policy with enforceable controls
for use throughout the software |lifecycle, the managenent of
sof tware mai ntai ners, and managenent nethods which can inprove
sof tware mai ntenance. It concludes that inprovenents in the area
of software maintenance will come primarily as a result of the
sof t war e mai nt enance policies, standards, procedures, and



techni ques instituted and enforced by managenent

This Guideline is intended for use by both nanagers and
mai ntai ners. It addresses the need for a strong, disciplined,
clearly defined approach to software mai ntenance. It enphasizes
that the maintainability of the software nust be taken into
consi deration throughout the lifecycle of a software system
Sof tware nust be pl anned, devel oped, used, and naintained with
future software mai ntenance in mnd. The techni ques and
procedures which are discussed in this CGuideline are reconmended
for use in all Federal ADP organizations. Specific environnents,
organi zational priorities, avail able resources (budget and
staff), and many other factors also nust be taken into account,
however. The resulting organi zati onal standards and gui deli nes
shoul d reflect the specific need of the organization

This Guideline is divided into five sections and two
appendi ces:

Section 1-1NTRODUCTI ON di scusses the purpose of this
GQui del i ne.

Section 2- SOFTWARE MAI NTENANCE DEFI NI TI ON presents genera
and functional definitions of software mai ntenance

Section 3- THE SOFTWARE MAI NTENANCE PROCESS provi des a
correl ati on between the software |ifecycle and a
sof tware mai ntenance |ifecycle, and identifies
sof tware change activities.

Section 4- CONTROLLI NG AND | MPROVI NG SOFTWARE NMAI NTENANCE
provi des the actual guidance on techni ques and
procedures to aid both managenment and the
mai nt ai ner.

Section 5- SOFTWARE MAI NTENANCE VS SYSTEM REDESI GN di scusses
factors which should be considered when deci di ng
whet her to redevel op or to continue nai ntenance of
a software system

Appendix | lists related reports published by the Institute
for Conputer Sciences and Technol ogy of the National Bureau of
St andards. Appendix Il provides references to sel ected readings
on software mai ntenance. A dossary of frequently used software
mai nt enance terns is al so provided.

2. SOFTWARE MAI NTENANCE DEFI NI TI ON

Sof tware mai ntenance is the performance of those activities
required to keep a software system operational and responsive
after it is accepted and placed into production

Sof tware mai ntenance is the set of activities which result
in changes to the originally accepted (baseline) product set.
These changes consi st of corrections, insertions, deletions,
ext ensi ons, and enhancenents to the baseline system GCenerally,
t hese changes are made in order to keep the system functioning



in an evol ving, expandi ng user and operational environnent.

Functional ly, software nmaintenance activities can be divided
into three categories: perfective, adaptive, and corrective.

Perfective mai ntenance includes all changes,
insertions, deletions, nodifications, extensions, and
enhancenents which are made to a systemto neet the evolving
and/ or expandi ng needs of the user. Perfective maintenance
refers to enhancenents nade to inprove software performance
mai ntai nability, or understandability. It is generally perfornmed
as a result of new or changing requirenents, or in an attenpt to
augnment or fine tune the software Activities designed to nmake the
code easier to understand and to work with, such as restructuring
or docunentation updates (often referred to as "preventive"
mai nt enance) and optim zation of code to nake it run faster or
use storage nore efficient]y are also included in the perfective
category. Perfective maintenance conprises approximately 60% of
all software maintenance.

Adapti ve mai ntenance consists of any effort
which is initiated as a result of changes in the environment in
whi ch a software system nust operate. These environnenta
changes are normally beyond the control of the software
mai nt ai ner and consist primarily of changes to the:

- rules, laws, and regul ations that affect the system

- hardware configurations e.g., newtermnals, |oca
printers

- data formats, file structures

- systemsoftware, e.g., operating systens, conpilers,
utilities.

Approxi mately 20% of software mai ntenance falls into the adaptive
cat egory.

Corrective mai ntenance refers to changes
necessitated by actual errors (induced or residual "bugs") in a
system Corrective maintenance consists of activities normally
considered to be error correction required to keep the system
operational By its nature, corrective nmaintenance is usually a
reactive process where an error mnmust be fixed i nmedi ately. Not
all corrective maintenance is perfornmed in this inredi ate
response node; but all corrective maintenance is related to the
systemnot perfornming as originally intended. Corrective
mai nt enance accounts for approximately 20% of all software
mai nt enance. The three nmain causes of corrective maintenance
are: (1) design errors, (2) logic errors, and (3) coding errors.

3. THE SOFTWARE MAI NTENANCE PROCESS
The lifecycle of conputer software covers its existence from

its conception until the time it is no |onger avail able for use.
There are a nunber of definitions of the software lifecycle



which differ primarily in the categorization of activities or
phases. One traditional definition is: requirenents,

design, inplementation, testing and operation

and mai nt enance.

The requi renents phase enconpasses problem
definition and anal ysis, statenent of project objectives,
prelimnary system anal ysis, functional specification, and
design constraints. The design phase incl udes
t he generation of software conponent definition, data definition
and interfaces which are then verified agai nst the requirenments.
The i npl enent ati on phase entails program code
generation, unit tests, and docunentation. During the
test phase, systemintegration of software
conponents and system acceptance tests are performed agai nst the
requi renents. The operations and nmai nt enance
phase covers the use and nmai ntenance of the system The
begi nni ng of the mai ntenance phase of the lifecycle is usually
at the delivery and user acceptance of the software product set.

One way of describing the activities of software maintenance
istoidentify themas successive iterations of the first four
phases of the software lifecycle, i.e., requirenents,
design, inplementation. and testing.

Sof tware mai nt enance i nvol ves many of the sanme activities
associ ated with software devel opnent but al so has uni que
characteristics of its own.

1. Maintenance activities are perforned within the
context of an existing framework or system The
mai nt ai ner nmust make changes within the existing
design and code structure constraints. The ol der the
system the nore challenging and tinme.consum ng the
sof tware mai ntenance effort often becones.

2. A software mai ntenance effort is typically
performed within a much shorter time frame than a
devel opnent effort. A software devel opnent effort may
span one, two, or nore years while corrective
mai nt enance may be required within hours and
perfective maintenance in cycles of, 1 to 6 nonths.

3. Devel opment efforts nmust create all of the test
data from scratch. Maintenance efforts typically can
t ake advantage of existing test data and perform
regression tests. The major challenge for the

mai ntainer is to create new data to adequately test
the changes to the systemand their inpact on the rest
of the system

The process of inplementing a change to a production system
is conpl ex and invol ves many people in addition to the
mai ntai ner. This process begi ns when the need for, a change
ari ses and ends after the user has accepted the nodified system
and all docunentation has been satisfactorily updated.



Al t hough the software maintenance process is presented in a
linear fashion in figure 1, there are a nunber of steps where
iterative |oops often occur. The change request nmay be returned
to the user for additional clarification, the results of the
design review may necessitate additional design analysis or even
nodi fication of the change request; testing may result in
addi ti onal design changes or recoding; the standards audit may
requi re changes to the design docunents, code, and/or
docunentation; and the failure of the users to accept the system
may result in return to a previous step or the cancellation of
t he task.

Not all of the steps presented here, however, must be
performed For each change. There are several points at which the
process may end. The key is to ensure that each person or group
i npacted by a change is involved in the process, aware of the
actions taken, and satisfied with the results.

4. CONTROLLI NG AND | MPROVI NG SOFTWARE MAI NTENANCE

Sof tware mai nt enance nust be perforned in a structured,
controlled manner. It is sinply not enough to get a system "up
and running" after it breaks. Proper managenent control nust be
exerci sed over the entire process. In addition to controlling
t he budget, schedule, and staff, it is essential that the
sof twar e mai nt enance manager control the system and the changes
toit.

A great deal of code is not devel oped with mai ntenance in
m nd. | ndeed, the enphasis has often been to get the program up
and runni ng wi t hout being "hindered"” by guidelines,
nmet hodol ogi es, or other controls. In addition, over the
lifecycle of a software system code and | ogic which may have
been wel | designed and i nplenented often deteriorate due to an
endl ess succession of "quick fixes" and patches which are neither
wel | designed nor well documented. A system nust not only be
devel oped "with mai ntenance in mnd," it nust al so be
"mai ntained with future maintenance in mnd." If this is done,
the quality and maintainability of the code actually can
i nprove. Ot herw se, today's naintainable systens are destined to
beconme tonorrow s un-maintai nabl e systens.

4.1 Controlling Software Mintenance

The quality and maintainability of a software system often
decrease as a systemgrows older. This is the result of many
factors which, taken individually, may not seem significant.
They are, however, cunulative and often result in a system which
is very difficult to maintain. Quality progranm ng capabilities
and techniques are readily available. Until a firmdiscipline is
defined for the performance of software nmai ntenance, and that
discipline is enforced, many systens will be permtted to
deteriorate to the point where they are inpossible to maintain.

The goal of software mai nt enance managenent is to keep



systens functioning and to respond to user requests in a tinmely
and satisfactory nmanner. Gven the realities of staffing
[imtations, conputer resource l[imtations, and the user request
backl og, this goal is very difficult to achieve, The realistic
goal, then, is to keep the software maintenance process orderly
and under control. The specific responsibility of the software
mai nt enance manager is to keep application systens running and to
facilitate comuni cati on between managenent, users and

mai nt ai ners.

Controlling software mai ntenance is primarily maintaining an
orderly process in which all requests are formally submtted,
revi ewed, assigned a priority, and schedul ed. This does not nean
t hat unnecessary del ays should be built into the process, or
that in small organizations these steps are not consol i dated.
Rather, it defines a phil osophical approach which can help the
sof tware mai nt enance manager bring order to the software
mai nt enance environnent.

It is very rare for even a "perfect"” systemnot to require
significant maintenance during its lifetinme. Wiile software does
not "break" in the sense that a piece of software can fail, it
can becone non-functional, or faulty due to changes in the
environnent in which it nust operate, the size or sophistication
of the user community, the anount of data it nust process, or
damage to code which is the result of other maintenance efforts
on other parts of the system Difficulties encountered during
sof tware mai nt enance can be reduced significantly by the
adopti on and enforcenent of appropriate standards and procedures
during the devel opment and mai nt enance of the software.

Establ i sh a Software Maintenance Policy

The establishment of a software nmaintenance policy for an
organi zation is a vital step in controlling software maintenance.
A software mai ntenance policy should describe in broad terns the
responsibilities, authorities, functions, and operations of the
sof tware mai ntenance organi zation. It should be sufficiently
conprehensive to address any type of change to the software
systemand its environnent, including changes to the hardware,
software and firmvare. To be effective, the policy should be
consi stently applied and nust be supported and promul gated by
upper managenent to the extent that it establishes an
organi zati onal conmtnment to software naintenance. A software
mai nt enance policy should direct attention toward the need for
greater discipline in software design, devel opnent, and
mai nt enance.

The software mai nt enance policy nust specifically address
the need and justification for changes, the responsibility for
maki ng the changes, the change controls and procedures, and use
of nodern progranm ng practices, techniques and tools, It should
descri be managenent's role and duties in regard to software
mai nt enance and define the process and procedures for
controlling changes to the software. |Inplenmentation of the policy
has the effect of enforcing adherence to rules regarding the
operating software and docunentation frominitiation through



conpl etion of the requested change. Once this is acconplished,

it is possible to establish the mlestones necessary to neasure
sof tware mai ntenance progress. Reviews and audits are required
to ensure the plans are carried out. The key to controlling
changes to a systemis the centralization of change approval and
the formal requesting of changes.

Everyt hing done to software affects its quality. Thus,
nmeasures shoul d be established to aid in determ ni ng which
category of changes are likely to degrade software quality. Care
must al so be taken to ensure that changes are not inconpatible
with the original systemdesign and intent. The degree to which
a change is heeded and its anticipated use should be a mjor
consi derati on. Consideration should al so be given the
cost/benefit of the change: "Wuld a new system be | ess expensive
and provide better capabilities?". The primary purpose of change
control is to assure the continued snooth functioning of the
application systemand the orderly evolution of that system
Therefore, the policies establishing change control should be
cl ear, concise, well publicized, and strictly enforced.

Revi ew and eval uate all requests for changes

Al'l user and staff requests for changes to an application
system (whet her enhancenents, preventive maintenance, or errors)
shoul d be requested in witing and submtted to the software
mai nt enance manager. Each change request shoul d i nclude not only
t he description of the requested change, but a ful
justification of why that change should be made. These change
requests should be carefully reviewed and eval uated before any
actual work is perfornmed on the system The eval uation should
take into consideration, anong other things, the staff resources
avai | abl e versus the estinmated workl oad of the request; the
estimated additional conmputing resources which will be required
for the design, test, debug and operation of the nodified
system and the tinme and cost of updating the docunentation
Flexibility should be built into the process with sone
del egation of authority to initiate critical tasks when
necessary. However, each request shoul d be revi ewed and
eval uated by either the software maintenance manager or a change
revi ew board.

Pl an for, and schedul e nmai nt enance

The result of the review of all change requests should be
the assignment of a priority to each request and the updating of
a schedul e for neeting those requests, In many ADP
organi zations, there are sinply nore work requests than staff
resources to neet those requests. Therefore, all work should be
schedul ed and every effort nade to adhere to the schedul e rather
than constantly changi ng course in response to the nost visible
crisis.

Restrict code changes to the approved work



In many cases, especially when the code was poorly designed
and/or witten, there is a strong tenptation to change ot her
sections of the code as |ong as the program has been "opened
up." The software mai ntenance manager must nonitor the work of
t he software mai ntenance staff, and ensure that only the
aut horized work is perforned. In order to nonitor mnaintenance
effectively, all activities nust be docunmented. This includes
everything fromthe change request formto the final revised
source programlisting.

Permtting software mai ntenance staff to make changes ot her
than those authorized can cause schedules to slip and may
prevent other, higher priority work from bei ng conpl eted on
time. It is very difficult tolimt the work which is done on a
specific program but it is inperative to the overall success of
the software nai ntenance function to do so.

Enf orce docunentation and codi ng standards

Proper and conpl ete comuni cation of necessary information
bet ween all persons who have worked, are currently working, and
who will work on the systemis essential. The nost inportant
nmedia for this communication are the docunentation and the
sour ce code

It is not enough to sinply establish standards for coding
and docunent ati on. Those standards nust be continually enforced
via technical review and exam nation of all work perforned by
the software mai ntenance staff. In scheduling maintenance,
sufficient time should be provided to fully update the
docunentation and to satisfy established standards and
gui del i nes before a new assi gnnent is begun

4.2 1l nproving Software M ntenance

Mai ntai nability is the ease with which software can be
changed to satisfy user requirements or can be corrected when
deficiencies are detected. The mmintainability of a system nust
be taken into consideration throughout the lifecycle of that
system If the software is designed and developed initially with
mai ntenance in mnd, it can be nore readily changed w t hout
i npacting or degrading the effectiveness of the system This can
be acconplished if the software design is flexible, adaptable,
and structured in a nodul ar, hierarchical manner. Input from
managenent, users, and devel opers during the design phase is
al so essential to inproving maintainability. Such input enabl es
the system designers to gain a better understanding of what is
needed.

Many techni ques and aids exist to assist the system
devel oper, but there has been little enphasis on aids for the
mai nt ai ner. However, since the processes which occur in the
mai nt enance phase are simlar to those of the devel opment phase,
there is considerable overlap in the applicability of the
devel opnent aids in the mai ntenance environnent.

The phil osophi es, procedures, and techni ques presented here



shoul d be utilized throughout the lifecycle of a systemin order
to provi de naintainable software. Software systens which were
not devel oped using these techniques can benefit fromtheir
application during major maintenance activities. As a systemis
mai nt ai ned, the maintainability of the system can be inproved by
appl ying this guidance to the parts of the systemwhich are
nodi fi ed during the mai ntenance process. Wiile the effect will
not be as pronounced as when prograns are "devel oped with

mai ntenance in mnd," future maintenance efforts can be made
easier by utilizing these techniques to "maintain systens with
future mai ntenance in mnd."

4.2.1 Source code Cuidelines

Source code guidelines and standards aid maintainability by
providing a structure and framework wi thin which systens can be
devel oped and maintained in a comobn, nore easily understood,
manner. QGuidelines should reflect the needs and environnent of a
speci fic organization and shoul d be based on the foll ow ng basic
princi pl es:

Si ngl e hi gh-order |anguage

VWher ever possible, a single high order |anguage (HOL) shoul d
be used. High order |anguages resenble English and are
general ly, self-docunenting. Since there are standards for nost
of the commonly used HOLs, it is easier to nove a systemwitten
in an HOL from one environnment to another

Codi ng conventi ons

The first obstacle a maintainer nust conquer is the code
itself. A great deal of the source code witten by devel opers
and maintainers is not witten with the future maintainer in
m nd. Thus, the readability of source code is often very poor.
Source code should be self-docunmenting and witten in a
structured format.

Sinmple rules regarding the use of the | anguage(s) and the
physical formatting of the source code should be established.
The foll owi ng techni ques can i nprove programreadability and
shoul d be used as the basis for a code standard.

- Keep it sinple. Conplicated, fancy,
exotic, tricky, confusing, or "cute" constructions should
be avoi ded whenever a sinpler nmethod is avail abl e.

- Indentation, when properly utilized
bet ween sections of code, serves to block a listing into
segnents. Indentation and spacing are both ways to show
subor di nati on.

- Extensively comment the code with
meani ngf ul comments. Do not comment for comment's sake.
Rat her, conment in order to comuni cate to subsequent
mai nt ai ners not only what was done and how it was done,
but why it was done in this nanner.



- Use neani ngful variabl e nanes whi ch convey
both what the data itemis and why it is used.

- Simlar variable nanes shoul d be avoi ded.

- Paraneters should be used to pass data
val ues between routines in a program

- When nuneral s are used, they should be
pl aced at the end of the variable nane. Nunbers used as
programtags or |abels should be sequenti al

- Logically related functions should be
grouped together in the same nodul e or set of
nmodul es. To the extent possible, the logic flow should be
fromtop to bottom of the program

- Avoi d non-standard feature of the version
of the programm ng | anguage bei ng used.

Structured, nodul ar software

A structured programis constructed with a basic set of
control structures or nodul es which each have one exit and one
entry point. Structured progranm ng techniques are well-defined
nmet hods whi ch i ncorporate top-down design and inplenmentation and
strict use of structured progranmm ng constructs. Wether the
strict definition, or a nore general approach (which is intended
to organi ze the code and reduce its conmplexity) is used,
structured progran ng has proven to be useful in inproving the
mai ntai nability of a system

A program conprised of small, hierarchical units or sets of
routi nes, where each perforns a particular, unique function, is
said to be nodular. Mdularity is not nerely program
segnent ati on. Mddul es shoul d be constructed using the foll ow ng
basi ¢ design principles:

- Modul es shoul d performonly one principal function.

- Interaction between nodul es should be m nimal

- Modul es shoul d have only one entry and one exit point.
Standard data definitions

It is inperative that a standard set of data definitions be
devel oped for a system These data definitions, which may be
collected in a data dictionary, should define the name, physica
attributes, purpose, and content of each data elenment utilized
in the system These nanes shoul d be as descriptive and
meani ngful M possible. If this is consistently and correctly
done, the task of reading and understandi ng each nodul e and
ensuring correct comruni cati on between each nodule is greatly
sinmplified.



VWl | -conment ed code

The purpose of comments is to convey information needed to
understand the process and the reasons for inplenmenting it in
that specific manner, not how it is being done. Good conmentary
increases the intelligibility of source code. In addition to
maki ng prograns nore readabl e, coments serve two other vita
pur poses. They provide information on the purpose and history of
the program its origin (the author, creation and change dates),
t he nane and nunber of subroutines, and input/output requirenments
and formats. They al so provide operation control information
i nstructions, and recomendati ons to hel p the maintai ner
under st and aspects of the code that are not clear. Comments are
often the primary form of docunentation

Conpi | er extensions

The use of non-standard features of a conpiler can have
serious effects on the maintainability of a system If a
conpiler is changed, or the application system nmust be
transported to a new machine, there is a very great risk that
t he extensions of the previous conmpiler will not be conpatible
with the new conpiler. Thus, it is best to refrain froml anguage
extensions and to stay in conformance with the basic features of
the I anguage. If it is necessary to use a conpiler extension, its
use shoul d be wel | -docunent ed.

4.2.2 Docunentation QGuidelines

The docunentation of a systemis essential to good
mai nt enance and should start with the original requirenents and
design specifications and continue throughout the lifecycle of
the system The docunentation nust be planned so a maintainer
can quickly find the needed information. Docunentation should
support the useable transfer of pertinent informtion and shoul d
i ncl ude instructions on what information nust be provided, how
it should be structured, and where the information should be
kept .

A nunber of methodol ogi es and gui del i nes exi st which stress
differing formats and styles. Wiile preference may differ on
whi ch nmet hodol ogy to use, it is inportant to adopt a
docunent ati on standard and to then consistently enforce
adherence to it for all software projects. In establishing
docunent ati on gui deli nes and standards, keep in mind that the
Purpose is to communi cate necessary, critical information, not to
comuni cate all information

The key to successful docunmentation is that not only nust
t he necessary information be recorded, it nmust be easily and
quickly retrievable by the maintainer. On-1ine docunentation
whi ch has controll ed access and update capabilities is the best
form of docunmentation for the maintainer. If the docunentation
cannot be kept on-line, a mechani smnust exist to permt access
to the hard-copy docunentation by the maintai ner at any tine.

Basi cally, the docunentation, standards should require the



inclusion of all pertinent material in a docunmentation fol der or
not ebook. There should be a requirenent to conpl ete and/or
updat e docunentati on before new work assignments are begun. If
docunent ati on gui delines, or any other software guidelines or
standards, are to be effective, they nust be supported by a

| evel of managenent hi gh enough within the organization to
ensure enforcenent by all who use the software or are invol ved
with software maintenance.

4.2.3 Coding And Revi ew Techni ques

The techniques listed in this section have been found to be
very effective in the generation of maintainable systens. Not
all techniques are generally applicable to all organizati ons,
but it is recormended that they be consi dered.

Top down/ bottom up approach

A top-down desi gn approach (devel opment or enhancenents)
i nvol ves starting at the macro or overview | evel and
successful ly breaki ng each program conponent or |arge, conplex
probleminto smaller, |less conplicated segnments. These segnents
are then deconposed into even smaller segnents until the | owest
| evel nodule of the original problemis defined for each branch
inthe logic flowtree

The bottom up design approach begins with the | owest |evel
of elenments. These are conbined into | arger conponents which are
then combined into divisions, and finally the divisions are
conbined into a program A bottom up approach enphasi zes
designing the fundanental or "atomic" |evel nodules first and
t hen using these nodul es as building bl ocks for the entire
system

In nost cases a conbination of top-down and bottom up
approaches should be utilized to devel op a clear, concise,
mai nt ai nabl e syst em

Peer reviews

Peer reviewis a quality assurance nethod in which two or
nore programers review and critique each other's work for
accuracy and consistency with other parts of the system This
type of reviewis normally done by giving a section of code
devel oped by one programmer to one or nore other peer
programers who are charged with identifying what they consider
to be errors and potential problenms. It is inportant to
establish and to keep clearly in the participants’ mnds that the
process is not an evaluation of a programmer's capabilities or
performance. Rather, it is an analysis and eval uation of the
code. As stated in the nane, such reviews are performed on a
peer basis (progranmer to programer) and shoul d never be used
as a basis for enpl oyee eval uation. Indeed, project managers
should not, if possible, be involved in the peer reviews.

I nspecti ons



Inspection refers to a fornmal eval uation techni que enpl oyed
to identify discrepancies and to nmeasure quality (error content)
of an application systemthroughout the software |lifecycle. The
i nspection generally begins with an overview that identifies
procedural |ogic, paths, and interdependencies of the plan or
deliverabl es. Next, the areas to be scrutinized are flagged and
examned in detail to detect faults, violations of devel opnent
and mai nt enance standards, and other problens. A report is then
produced which identifies errors uncovered and requirenents for
error correction.

The responsibilities and activities of the inspection team
and a checklist which identifies the deliverables and materials
to be exanmi ned are prepared in advance. This checklist is
updat ed as uncovered errors are resolved and new errors found.

I nspections are generally performed by a team conposed of a team
| eader and ot her persons who have an i ndepth know edge of the
system desi gn and functions, an understanding of the specific
program areas to be inspected, and an ability to determ ne and
establish test criteria. The team may, but normally does not,

i ncl ude the author of the plans, prograns, or deliverables. A
followup inspection is perforned to ensure that each error has
been corrected successfully. Wile inspections are nore formal
and generally require greater effort than wal kt hroughs, their
benefits lie in the capacity to produce repeatable results at
speci fied checkpoints.

Wal kt hr oughs

Wal kt hr oughs of a proposed solution or inplenentation of a
mai nt enance task can range frominformal to formal, unstructured
to structured, and sinple to full-scale. Inits sinplest form a
wal kt hr ough can be two maintainers sitting down and di scussing a
task which one of themis working on. In its nore conplex forns,
there may be a structured agenda, report forms, and a recording
secretary. The goal is an open, frank dial ogue which results in
the refinement of good ideas and the changing or elimnation of
bad ones. Managers may or may not participate in wal kt hroughs.

4.2.4 Controlling Change

Change control is necessary to ensure that all software
mai nt enance requests are handl ed accurately, conpletely, and in
atinely manner. It hel ps assure adherence to the established
standards and performance criteria for the system and
facilitates conmuni cati on between the software maintenance team
menbers and the software nmai ntenance manager.

There should be a centralized approval point for al
sof tware mai ntenance projects. This may be the software
mai nt enance project nanager or, for larger systenms or
organi zations, a review board. The centralized approval process
wi || enabl e one person or group of persons to have know edge of
all the requested and actual work being perforned on the system
If this is not done, there is the likelihood that two or nore
i ndependent changes to the systemw ||l be in conflict with one
another and as a result, the systemw || not function properly.



Additionally, different users will often request the sane
enhancenents to a systembut will have small differences in the
details. By coordinating these requests, details can be conbi ned
and the total ampbunt of resources required can be reduced.

Change request

There nust be a formal, well-defined nechanismfor
initiating a request for changes or enhancenents to a system
Al'l changes considered for a system should be formally requested
in witing. These requests may be initiated by the user or
mai ntai ner in response to discovered errors, new requirenents,
or changi ng needs. Procedures may vary regarding the format of a
change request, but it is inperative that each request be fully
docunented in witing so it can be formally revi ewed. Change
requests should be carefully evaluated by the project nanager or
a change revi ew board and decisions to proceed shoul d be based
on all the pertinent areas of consideration (probable effects on
the system actual need, resource requirenments vs resource
avai l ability, budgetary considerations, priority, etc.). The
deci sion and reasons for the decision should be recorded and
i ncluded in the permanent docunentation of the system

Revi ew and appr oval

Revi ew and approval is the process of confirmng that a
software system neets the requirenments and desi gn specifications
in the operational environnent. It is a process which assures
that the Integral parts of the system performaccording to the
speci fications.

Prior to installation, each change (correction, update, or
enhancenent) to a system should be formally reviewed. In
practice this process ranges fromthe review and sign-off by the
proj ect manager or user, to the convening of a change revi ew
board to formally approve or reject the changes. The purpose of
this process is to ensure that all of the requirenments of the
change request have been net; that the system perforns accordi ng
to specifications, that the changes will not adversely inpact
the rest of the systemor other users; that all procedures have
been foll owed and rul es and gui deli nes adhered to; and that the
change is indeed ready for installation in the production
system All review actions and findings should be added to the
system docunent ati on fol der.

Code Audit

Code review or audit is a procedure used to determ ne how
wel | code adheres to established codi ng standards and practices
and to the design specifications. The primary objective of code
audits is to guarantee a high degree of uniformty across the
software. This beconmes a critical factor when soneone other than
the original devel oper nmust understand and maintain the
software. Audits are also concerned with such program el ements
as commentary, |abeling, paragraphing, initialization of conmon
areas, and nam ng conventions. The audit should be performed by
someone ot her than the original author



4.2.3 Testing Standards and Procedures

Testing standards and procedures shoul d define the degree
and depth of testing to be perforned and the disposition of test
mat eri al s upon successful conpletion of the testing. Wenever
possi bl e, the test procedures and test data should be devel oped
by soneone other than the person who perfornmed the actua
mai nt enance on the system

Testing is a critical conponent of software mai ntenance. As
such the test procedures must be consistent and based on sound
principles. The test plan should define the expected output and
test for valid, invalid, expected, and unexpected cases. The
test shoul d exam ne whether or not the programis doing what it
i s supposed to do. The goal of testing is to find errors, not to
prove that errors do not exist.

4.3 Managi ng Sof tware Mintai ners

Managenent is clearly one of the nost Inportant factors in
i nprovi ng the software mai ntenance process. Managenment mnust
exam ne how the software is maintai ned, exercise control over
t he process, and ensure that effective software maintenance
techni ques and tools are enployed. In order to maintain control
over the software maintenance process and to ensure that the
mai ntai nability of a system does not deteriorate, it is inportant
t hat software mai ntenance be antici pated and pl anned for

The effective use of good managenent techni ques and
nmet hodol ogi es in dealing with schedul i ng mai ntenance,
negotiating with users, coordinating the maintenance staff, and
instituting the use of the proper tools and disciplines is
essential to a successful software maintenance effort. Software
mai nt enance nmanagers are responsi bl e for nmaking deci sions
regardi ng the performance of software nmai ntenance; assigning
priorities to the requested work; estimating the level of effort
for a task; tracking the progress of work; and assuring
adherence to system standards in all phases of the maintenance
effort. A software maintenance function has the sane
organi zati onal needs and nanagerial problens as any ot her
functi on.

Selecting the proper staff for a software maintenance
project is as inportant as the techni ques and approaches
enpl oyed. Wil e separate staffs for maintenance and devel opnent
can inmprove the effectiveness of both, the realities of size,
organi zati on, budget, and staff ceilings often preclude the
est abl i shnent of separate maintenance and devel opnment staffs.

Managenment mnust apply the sane criteria to the maintainers
that are applied to software and systens designers or other
hi ghly sought after professional positions. If an individual is
productive, consistently perforns well, has a good attitude, and
displays initiative, it should not natter whether the project is
devel opnent or mai ntenance. Three major psychol ogical factors
can inmpact the attitude, norale, and general perfornmance of an



i ndi vi dual

- the work nmust be considered worthwhile by a set of val ues
accepted by the individual, as well as by the standards
enpl oyed by the organi zation

- the individual nust feel a responsibility for his or her
performance. There is a need to feel personally
accountabl e for the outcone of an effort.

- the Individual nust be able to deternmi ne on a regul ar
basi s whether or not the outcone of his or her effort is
sati sfactory.

It is essential that work assignnents offer growth
potential. Continuing education is required at all levels to
ensure that not only the maintai ners, but the users, nmanagers,
and operators have a thorough understandi ng of software
mai nt enance. Trai ning should include: progranm ng | anguages,
standards and gui del i nes, operating systens, and utilities.
Figure 3 outlines sone points to keep in mnd when staffing and
managi ng a software nmai ntenance function

5. SYSTEM MAI NTENANCE VS SYSTEM REDESI GN

Al t hough mai nt enance i s an ongoi ng process, there cones a
ti me when serious consideration should be given to redesigning a
software system A nmmjor concern of managers and software
engineers is how to determ ne whether a systemis hopel essly
flawed or whether it can be successfully maintained. The costs
and benefits of the continued mai ntenance of software which has
beconme error-prone, ineffective, and costly nust be wei ghed
agai nst that of redesigning the system

VWhen a deci sion has been reached to redesign or to stop
supporting a system the decision can be inplemented in a nunber
of ways. Support can sinply be renoved and the system can die
t hrough negl ect; the m ni mum support needed to keep it
functioning may be provided while a new systemis built; or the
system may be rejuvenated section by section and given an
extended life. How the redesign is affected depends on the
i ndi vi dual circunstances of the system its operating
environnent, and the needs of the organization it supports.

VWi le there are no absolute rules on when to rebuild rather
than maintain the existing system sone of the factors to
consi der in weighing a decision to redesign or maintain are
listed in figure 4. These characteristics are neant to be
general "rules of thunmb" which can assist a manager in
under st andi ng the problens in maintaining an existing system and
i n deciding whether or not it has outlived its usefulness to the
organi zati on. The greater the number of characteristics present,
the greater the potential for redesign



Frequent System Fail ures

A systemwhich is in virtually constant need of corrective
mai ntenance is a prine candidate for redesign. As systens age and
addi ti onal mai ntenance is perfornmed, many becone increasingly
fragile and susceptible to changes. The ol der the code the nore
likely frequent nodifications, new requirenments, and
enhancenents will cause the systemto break down.

An analysis of errors should be nade to deterni ne whet her
the entire systemis responsible for the failures, or if a few
nodi fications or sections of code are at fault. If the latter is
found to be the case, then redesigning those parts of the system
may suffice

Code Over 7 Years Add

The estimated |ifecycle of a major application systemis
7-t0-10 years. Software tends to deteriorate with age as a
result of nunerous fixes and patches. If a systemis nore than 7
years old, there is a high probability that it is outdated and
expensive to run. A great deal of the code in use today falls
into this category. After 7-to-10 years of mai ntenance, many
systens have evol ved to where additional enhancenents or fixes
are very timeconsum ng to make. A substantial portion of this
code is probably neither structured, nor well-witten, Wile
this code was adequate and correct for the original environment,
changes in technol ogy and applications may have rendered it
inefficient, difficult to revise, and in sone cases obsolete. On
the other hand, if the system was desi gned and devel oped in a
systemati c, maintainable manner, and if software maintenance was
careful ly performed and docunent ed using established standards
and guidelines, it may be possible to run it efficiently and
effectively for many nore year's.

Overly Conpl ex Program Structure and Logi c Fl ow

"Keep it sinple" nust be the "golden rule" of al
progranmm ng standards and gui del i nes. Too often, progranmers
engage in efforts to wite a section of code in the |east numnber
of statements or utilizing the smallest anmount of menory
possi bl e. This approach to coding usually results in conpl ex
code which is virtually inconprehensible. Poor programstructure
contributes to conplexity. If the system bei ng mai ntai ned
contains a great deal of this type of code and the docunentation
is also severely deficient, it is a candidate for redesign

Complexity also refers to the | evel of decision naking
present in the code. The greater the nunber of decision paths,
the nore conplex the software is likely to be. Additionally, the
greater the nunber of linearly independent control paths in a
program the greater the program conplexity. Prograns
characterized by some or all of the following attributes are
usual ly very difficult to maintain and are candi dates for
redesi gn:



- excessive use of DO | oops

- excessive use of IF statenents

- unnecessary GOTO statenents

- enbedded constants and literals

- unnecessary use of global variables

- sel f-nodifying code

- multiple entry or exit nodul es

- excessive interaction between nodul es

- nmodul es which performsame or simlar functions.
Code Witten for Previous CGeneration Hardware

Few i ndustri es have experienced as rapid a growh as the
conputer industry, particularly in the area of hardware. Not
only have there been significant technol ogi cal advances, but,
the cost of hardware has decreased dramatically during the | ast
decade. This phenomenon has generated a variety of powerful
hardware systens. Software witten for earlier generations of
hardware is often inefficient on newer systens. Attenpts to
superficially nodify the code take advantage of the newer
hardware is generally ineffective, time-consum ng and expensive.

Runni ng in Emul ati on Mde

One of the techniques used to keep a systemrunni ng on newer
hardware is to emulate the original hardware and operating
system Enulation refers to the capability of one systemto
exhi bit behavi or characteristic of another machine. In effect,
it nmakes the host nmachine inmtate the enul ated nachi ne.

Emul ation is normal |y used when resources are not available to
convert a system or the cost of doing so would be prohibitive.
It frequently prevents utilization of the total capabilities and
full power of the newer system Emulated systenms run a very fine
i ne between functional useful ness and total obsol escence.

Very Large Modul es or Unit Subroutines

"Mega-systens” which were witten as one or several very
| arge progranms or sub-prograns (thousands or tens-of-thousand of
lines of code per program) can be extrenely difficult to
maintain. If the |large nodul es can be restructured and divi ded
into smaller, functionally related sections, the maintainability
of the systemw |l be inproved.

Excessi ve Resource Requirenents
An application systemwhich requires a great deal of CPU

time, nenory, storage, or other systemresources can place a
very serious burden on all ADP users. |ssues which nmust be



addressed, include whether it is cheaper to add nore computer
power or to redesign and reinplenment the system and whet her
redesign will reduce the resource requirenents.

Har d- Coded Par aneters Which Are Subject To Change

Many ol der systens were designed with the val ues of
paranmeters used in performng specific calcul ations "hard coded"
into the source code rather than stored in a table or read in
froma data file. Wien changes in these val ues are necessary,
(withhol ding rates, for exanple) each programin the system nust
be exam ned, nodified and reconpiled as necessary. This is a
ti me-consum ng, error prone process which is costly both in termns
of the resources necessary to nake the changes and the delay in
getting the changes install ed.

VWhenever possible, the prograns should be nodified to handle
the input of parameters in a single nodule or to read the
paranmeters froma central table of val ues.

Difficulty in Keeping Mintainers

Progranms witten in | ow | evel |anguages, particularly
assenbl er, require an excessive anount of time and effort to
mai ntai n. Generally, such | anguages are not w dely taught or
known. Therefore, it will be increasingly difficult to find
mai nt ai ners who al ready know t he | anguage.

Seriously Deficient Docunentation

Too often, docunentation ranges from nonexi stent to
out -of -date. Even if the docunentation is good when delivered,
it often steadily and rapidly deteriorates as the software is
nodi fied. In sone cases, the docunentation is up-to-date, but
still not useful. This can result when the docunentation is
produced by sonmeone who does not understand the software or what
i S needed.

The worst docunentation is that which is well-structured and
formatted but which is incorrect or outdated. If there is no
docunentation, the maintainer will be forced to analyze the code
in order to try to understand the system If the docunentation
is physically deteriorated, the maintainer will be skeptical of
it and verify its accuracy. If it |ooks good on the surface, but
is technically incorrect, the maintainer may m stakenly believe
it to be correct and accept what it contains. This will result
in serious problenms over and above those which originally
necessitated the initial maintenance.

M ssing or I nconplete Design Specifications

Knowi ng "how and why" a systemworks is essential to good
mai nt enance. If the requirenents and design specifications are
m ssing or inconplete, the task of the maintainer will be nore
difficult. It is very inportant for the maintainer to not only
under stand what a systemis doing, but howit is inplenented,
and why it was desi gned.



GLOSSARY

ADAPTI VE MAI NTENANCE: Any effort which is initiated as a result
of changes in the environnent in which a software system nust
oper at e.

APPL| CATI ON UTI LI TY LI BRARI ES: See SOFTWARE LI BRARY

APPL| CATI ON SOFTWARE: Software specifically produced for the
functional use of a conputer system for exanple payroll
general |edger, inventory control, human resources nanagenent.

BASELI NE: A specification or product that has been formally
revi ewed and agreed upon, that thereafter serves as the basis
for further devel opnent or mai ntenance, and that may be changed
only through formal change control procedures.

BOTTOM UP APPRCACH: An approach that starts with the | owest |eve
sof tware conponents of a hierarchy and proceeds through
progressively higher levels to the top | evel conponent.

CHANGE CONTROL: The process by which a change is proposed,
eval uat ed, approved or rejected, schedul ed, and tracked.

CHANGE REVI EW BOARD: The authority responsible for eval uating or
di sapprovi ng proposed engi neering changes, and ensuring

i npl enent ati on of the approved changes. Al so referred to as the
Configuration Control Board.

CH EF PROGRAMMER: The | eader of a chief programmer team A

seni or-1evel progranmer whose responsibilities include producing
key portions of the software assigned to the team coordinating
activities of the team review ng work of the other team
menbers, and having overall technical understanding of the

sof twar e bei ng devel oped or mmi ntai ned.

CH EF PROGRAMMER TEAM A software devel opnent or mai ntenance
group that enploys support procedures designed to enhance group
conmmuni cati on and to nmake opti num use of each nenber's skills,

CODE AUDI T: An independent review of source code by a person,
team or tool to verify conpliance with software design
progranmm ng, and docunentation standards.

CODE | NSPECTI ON: The use of a formal set of procedures which are
used to exam ne and neasure the quality (error content) of the
sof t war e.

COHESI ON: Cohesion refers to the degree to which the functions or
processing elenments within a nmodule are related or bound
t oget her.

COWPI LER A conputer programused to translate a high order
| anguage programinto executable nmachi ne instructions.

COWPI LER EXTENSI ON: Features of a programm ng | anguage which are



not included in the standard features (e.g., ANSI standard) of
t hat | anguage but are accepted and conpiled by a specific
conpi l er.

COVPLEXI TY: The degree of conplication of a system or system
conponent, determ ned by such factors as the nunber and
intricacy of interfaces, the nunber and intricacy of conditional
branches, the degree of nesting, the types of data structures,
and ot her system characteristics.

CORRECTI VE MAI NTENANCE: Changes to a software system which are
necessitated by actual errors (induced or residual) in a system

COUPLI NG The degree that nodul es are dependent upon each ot her
in a conputer program

DESI GN REVI EW The formal review of an existing or proposed
design for the purpose of detection and renedy of design
deficiencies and/or errors, and for the identification of
possi bl e i nprovenents.

EMULATION: The imtation of all or part of one conputer system by
another so the imtating systemaccepts the sane data, executes

t he sane prograns, and achieves the same results as the Inmitated
system

FI RM WARE: Conput er prograns and data | oaded in a class of nmenory
t hat cannot be dynami cally nodified by the conputer during
processi ng.

H GH ORDER LANGUAGE (HCOL): A progranmm ng | anguage that does not
reflect the |logical structure of any one given conputer or class
of computers, for exanple, COBOL, FORTRAN, and PL/I.

LI BRARI AN: See SOFTWARE LI BRARI AN.

LI BRARY: See SOFTWARE LI BRARY.

LI FECYCLE: See SOFTWARE LI FECYCLE.

MAI NTAI NABI LI TY: The ease with which software can be maintai ned,
for exampl e, enhanced, adapted, or corrected to satisfy

speci fied requirenents.

MAI NTENANCE: See SOFTWARE MAI NTENANCE.

MODULAR: A program conpiled of small, hierarchical units or sets
of routines, where each perforns a particul ar unique function,
is said to be nodul ar.

MODULE: A programunit that is discrete and identifiable with
respect to conpiling, combining with other units, and | oadi ng,
for instance, the input to, or output from an assenbler,
conpiler, linkage editor, or executive routine.

PEER REVIEW A quality assurance nethod in which two or nore peer
programers review and critique each other's work for accuracy



and consistency with other parts of the system

PERFECTI VE MAI NTENANCE: Al I changes, insertions, deletions,
nodi fi cations, extensions, and enhancenents which are nade to a
systemto neet the evolving and/ or expandi ng needs of the user.

PROGRAM A sequence of instructions suitable for processing by a
conput er.

REGRESSI ON TESTI NG Rerunni ng test cases which a program has
previously executed correctly to detect errors created during
sof twar e mai nt enance.

SOFTWARE: Conput er prograns, procedures, rules, and possibly
associ at ed docunentati on and data pertaining to the operation of
a conputer system

SOFTWARE LI BRARI AN: The person responsi bl e for establishing,
controlling, and maintaining a software |ibrary.

SOFTWARE LI BRARY: A controlled collection of software and rel ated
docunent ati on designed to aid in software devel opnent, use, or
mai nt enance.

SOFTWARE LI FECYCLE: The period of time begi nning when a software
product is conceived and endi ng when the product is no | onger
avai l abl e for use. The software lifecycle is typically broken

i nto phases, such as requirenents, design, inplenmentation
testing, and operations and mai nt enance.

SOFTWARE MAI NTENANCE: The performance of those activities
required to keep a software system operational and responsive
after It is accepted and placed into production

SOFTWARE TOOL: A conputer programused to hel p devel op, test,
anal yze, or maintain another computer programor its
docunent ati on.

SOURCE CODE: The programinstructions witten in a programm ng
| anguage,

STRUCTURED DESI GN: A di sci plined approach to software design that
adheres to a specified set of rules based on principals.

STRUCTURED PROGRAM A program constructed of a basic set of
control structures, each one having one entry point and one exit
point. Less formally, any program which conforns to sone

di sci pli ned approach intended to control the design, format, and
| ogic structure of the program

TESTI NG Exam ni ng the behavi or of a program by executing the
program on sanpl e data sets.

TOOL: See SOFTWARE TOQOL.

TOP- DOAN APPROACH: An approach that starts with the highest |evel
conmponent of a hierarchy and proceeds through progressively | ower



| evel s.

VALI DATI ON: Determ nati on of the correctness of the final program
or software produced from a devel opnent project with respect to
t he user needs and requirenents.

VERI FI CATI ON:  The denonstration of consistency, conpleteness, and
correctness of the software at each stage and between each stage
of the devel opnent |ifecycle.

VW&T: Validation, verification, and testing; used as an

entity to define a procedure of review, analysis, and testing

t hroughout the software |lifecycle to discover errors, deternine
functionality, and ensure the production of quality software.

WALKTHROUGH: A manual anal ysis techni que in which the nodul e
aut hor describes the nodule's structure and |l ogic to an audi ence
of col | eagues.

NOTE: Most of the definitions in this glossary appear in one or
nore of the foll ow ng:

1. NBS Special Publication 500-106, "Guidance on Software
Mai nt enance,” by R Martitt and W Gsborne, Decenber, 1983.

2. | EEE Conputer Society, |EEE Std 729-1983, "I|EEE Standard
A ossary of Software Engi neering Term nol ogy," February, 1983.

3. Federal Information Processing Standard (FIPS) 11-2,
:Q@uideline: Anerican National Dictionary for Information
Processing Systens,"” American National Standards Comittee X3,
I nformati on Processing Systens, X3/ TR-1-82, 1982.

APPENDI X |
Supporting | CST Docunents

[ FI PS38] "Cuidelines for Docunentation of Conputer Prograns and
Aut omat ed Data Systens," FIPS PUB 38, 1976.

[ FI PS64] "Cuidelines for Documentation of Conputer Prograns and
Aut omat ed Data Systens for the Initiation Phase,” FIPS PUB 64,
1979.

[ FI PS101] "uideline for Lifecycle Validation, Verification, and
Testing of Computer Software,” FIPS PUB 101, 1983.

[ NBS56] NBS Speci al Publication 500-56 "Validation, Verification
and Testing for the Individual Programmer,” M Branstad, J.
Cher ni avsky, and W Adrion, 1980

[ NBS75] NBS Speci al Publication 500-75 "Validation, Verification
and Testing of Conputer Software,”™ W Adrion, M Branstad, and
J. Cherni avsky, 1981

[ NBS87] NBS Speci al Publication 500-87 "Managenment Cuide to
Sof tware Documentation,”™ A Neumann, 1982.



[ NBS88] NBS Speci al Publication 500-88 "Software Devel oprent
Tool s." R Houghton, Jr., 1982.

[ NBS93] NBS Speci al Publication 500-93 "Software Validation,
Verification, and Testing Techni que and Tool Reference Cuide."
P. Powel |, Editor, 1982.

[ NBS106] NBS Speci al Publication 500-106 "Gui dance on Software
Mai nt enance,” R, Martin and W Osborne, 1983.

Notes: $I 1. Subsequent NBS docunents w |l include gui dance
on acceptance testing and other software engi neering topics.

2. FIPS Guidelines docunments may be ordered from
Nati onal Technical Information Service
5285 Port Royal Road
Springfield, VA 22161
(703) 487- 4650
3. NBS Special Publications may be ordered from
Superi nt endent of Docunents
U S. Government Printing Ofice
Washi ngt on, DC 20462
(202) 783-3238
APPENDI X | 1
Suggest ed Additional Reading Materi al
[COUG2] D. J. Couger and M A. Colter, "Effect of Task
Assi gnments on Mtivation of Programmers and Anal ysts," research
report, University of Col orado, 1982.
[ DONA8O] J. Donahoo and D. Swearinger, "A Review of Software
Mai nt enance Technol ogy," Ronme Air Devel opnent Center,

RADC- TR- 80- 13, February 1980.

[GLAS79] R L G ass, Software Reliability
Qui debook Prentice-Hall, Englewod diffs, NJ, 1979.

[GLAS81] R L. dass and R A Noiseux, Software
Mai nt enance Cui debook, Prentice-Hall, Englewod diffs,
NJ, 1981.

[LIENSO] B. P. Lientz and E. B. Swanson, Software
Mai nt enance Managenent, Addi son-Wesl ey, Reading, MA,
1980.



[ MART83] J. Martin, C. MCure, Software Mi ntenance--The
Problem and Its Sol utions, Prentice-Hall, Englewod
Aiffs, NJ, 1983.

[ MCCL81] C. L. McClure, Managi ng Software Devel opnent and
Mai nt enance, Van Nostrand Rei nhold, NY, 1981.

[PARI 80] G Parikh, editor, Techniques of Program and
System Mai nt enance, Ethnotech, Lincoln, NE 1980.

[PARI 83] G Parikh, N Zvegintzov, Tutorial on Software
Mai nt enance, | EEE Conputer Society Press, Silver Spring,
MD, 1983.

[ PERR81] W E. Perry, Managi ng System
Mai nt enance, QE. D. Information Sciences, Inc.
Vel | esl ey, MA. 1981.

[ PRES82] R Pressman, Software Engineering: A
Practitioner's Approach, McGaw Hill, New York, 1982

NBS Techni cal Publications
Peri odi cal s

Journal of Research--The Journal of Research of the Nationa
Bureau of Standards reports NBS research and devel opnent in

t hose di sciplines of the physical and engi neering sciences in
whi ch the Bureau is active. These include physics, chem stry,
engi neeri ng, mathematics, and conputer sciences. Papers cover a
broad range of subjects, with major enphasis on nmeasurenent

nmet hodol ogy and t he basic technol ogy underlying standardization
Al so included fromtine to tine are survey articles on topics
closely related to the Bureau's technical and scientific
prograns. As a special service to subscribers the i ssue contains
conplete citations to all recent Bureau publications in both NBS
and non-NBS nedia. Issued six tines a year

Nonperi odi cal s

Monogr aphs--Maj or contributors to the technical literature on
various subjects related to the Bureau's scientific and
techni cal activities.

Handbooks- - Reconmended codes of engi neering and industri al
practice (including safety codes) devel oped in cooperation with
i nterested industries, professional organizations, and

regul atory bodi es.

Speci al Publications--Include proceedi ngs of conferences
sponsored by NBS, NBS annual reports, and other special
publications appropriate to this grouping such as wall charts,
pocket cards, and bibliographies.

Applied Mathematics Series--Mathematical tables, manuals, and
studi es of special interest to physicists, engineers, chemsts,
bi ol ogi sts, mathemati ci ans, conmputer programmers, and ot hers



engaged in scientific and technical work.

Nati onal Standard Reference Data Series--Provides quantitative
data on the physical and chenical properties of materials,
conpiled fromthe world's literature and critically eval uated.
Devel oped under a worl d-w de program coordi nated by NBS under
the authority of the National Standard Data Act (Public Law
90-396). NOTE: The Journal of Physical and Chem cal Reference
Data (JPCRD) is published quarterly for NBS by the American
Chemical Society (ACS) and the American Institute of Physics
(AIP). Subscriptions, reprints, and supplenments are avail abl e
fromACS, 1155 Sixteenth St.. NW Washi ngton, DC 20056.

Bui | di ng Sci ence Series--Di ssem nates technical information
devel oped at the Bureau on building materials, conponents,
systens, and whol e structures. The series presents research
results, test methods, and performance criteria related to the
structural and environnental functions and the durability and
safety characteristics of building elements and systens.

Techni cal Notes--Studies or reports which are conplete in

t hensel ves but restrictive in their treatment of a subject.
Anal ogous to nonographs but not so conprehensive in scope or
definitive in treatment of the subject area. Oten serve as a
vehicle for final reports of work performed at NBS under the
sponsorshi p of other governnent agencies.

Vol untary Product Standards--Devel oped under procedures published
by the Departnment of Conmerce in Part 10, Title 15, of the Code
of Federal Regul ations. The standards establish nationally
recogni zed requirenents for products, and provide all concerned
interests with a basis for common understandi ng of the
characteristics of the products. NBS admi nisters this program as
a supplenment to the activities of the private sector

st andar di zi ng organi zati ons.

Consuner Information Series--Practical information, based on NBS
research and experience, covering areas of interest to the
consumner. Easily understandabl e | anguage and illustrations
provi de useful background know edge for shoppi ng todays

t echnol ogi cal marketplace. Order the above NBS publication from
Superi nt endent of Docunents Governnment Printing Ofice,
Washi ngt on, DC 20402. Order the foll owing NBS publications--FIPS
and NBSIR s--fromthe National Technical Information Service.
Springfield, VA 22161

Federal Information Processing Standards Publications (FIPS
PUB) --Publications in this series collectively constitute the
Federal Information Processing Standards Register. The Register
serves as the official source of information in the Federa
Government regardi ng standards i ssued by NBS pursuant to the
Federal Property and Adm nistrative Services Act of 1949 as
anended, Public Law 89-306 (79 Stat. 1127), and as i npl enent ed
by Executive Order 11717 (38 FR 12315, dated May 11, 1973) and
Part 6 of title 15 CFR (Code of Federal Regul ations).

NBS | nteragency Reports (NBSIR)--A special series of interimor



final reports on work performed by NBS for outside sponsors
(both governnent and non governnent). In general, initial
distribution is handled by the sponsor; public distribution is
by the National Technical Information Service, Springfield, VA
22161, in paper copy or mcrofiche form



Help Desk Call Averages
Contract No. DTRS57-97-C-00107

11/18/02

Below are the approximate average Helpdesk Calls received per month over the past 12-
month period broken down by functional area:

Function Average Monthly Calls
Software 223
Hardware 164
EMAIL 91
Reset Password 49
Network 40
Others 74
Total 640
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Administrative Applications

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Activities for Reporting Month

In the Production and Maintenance
Area, general production support work
continued with the following notable special
maintenance activities.

Support was provided for processing of
XXXXXXXX and XXXXXX data. This
included resolving database and systems
issues, and programming several ad-hoc
reports. Normal batch processing of
XXXXX and XXXX feeds into XXXX
occurred.

The XXXXX database was purged of
XXXXX codes.

The XXXXX, and XXXXX Systems
experienced no problems during the period.

The XXXXX System users requested
and received eight special reports.

The XXXXX System users had trouble
accessing the data maintenance system. The
problem was resolved by rebooting their PC.

The following notable New Work Task
activities took place during the reporting
month:

In the XXXXX area, weekly Work
Group and bi-weekly Checkpoint meetings

continued. =~ Work on outstanding tasks
associated with the contracts
implementation continued. For more

information on XXXXX specific issues, see
the Strategic Systems Planning section of
this report.

In the XXXXX System area, working
sessions continued to complete the tasks
associated with developing the XXXXX
feed to XXXXX.

Analysis  XXXX  regarding  the
conversion of the XXXX database to the
XXXXX platform and database structures.

For more information, see the Strategic
Systems Planning section of this document.

In the XXXXX area, support was provided
to the ongoing validation effort. Daily
comparisons of XXXXX-Incremental data
continued and were compiled, analyzed and
presented to XXXXX.

The effort to add new fields to the data
extracts for the XXXX area continued.
These additional data fields are required to
support the informational data requirements
of XXXXX. An initiative to re-organize
and finalize the data extracts for the
XXXXX area was implemented. The
enhanced format of the extracts will allow
for more efficient management when the
data staging area is released for XXXXX.

For more information, see the Strategic
Systems Planning section of this document.

Activities for Next Month

During the next month, the following
activities are planned in addition to
performing  routine  production  and
maintenance support.
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Administrative Applications

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Support will be provided for month-end
XXXXX and opening of XXXXX and the
XXXX for the following month.

Normal maintenance activities are
planned for XXXXX, and XXXX Systems
for next period.

Normal maintenance activities are
planned for the XXXXX System.

In the XXXXX Systems area, the
subcommittee ~ working  sessions  will
continue to address the issues related to
completing the XXXX task.

Programming of the XXXXX feed to
XXXX will be tested.

Analysis of all legacy systems will
continue to identify interfaces with the
XXXX database.

Analysis will continue regarding the
conversion of the XXXX database for the
XXXXX project. The XXXX data
migration will require XXXXXX.

In the XXXX area, the effort to monitor
and analyze the XXXXX will continue.
XXXXXX.

For more information about the XXXXX
tasks, see the Strategic Systems Planning
section of this document.

Special Interest Items/Issues

None.
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AIS Security Program

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Activities for Reporting Month

Data documentation for the XXXX
Database including data XXXXX was
created. In line with the data documentation,
a newly created XXXXX was documented
and proposed.

XXXXX.
The Center-wide XXXXXX

A complete listing of all outstanding
operating system and software patches was
supplied to XXXXX. XXXXX.

XXXXX efforts were once again
conducted to provide security log reviews
XXXXX.

A design was developed and an
implementation process was performed to
XXXXXX.

Remediation and configuration changes
were applied to several servers as part of the
continuing efforts to XXXXXX.

Several planning sessions were held
regarding the XXXXXX

All XXXXX, XXXXX Web sites were
reviewed for compliance to DOT web site
regulations.

Discussions were initiated for security
compliance, SSP  preparation, and
Certification efforts for XXXXX manager.

Planning meetings were held with the
Applications Development team for the
XXXX Project. Security Planning will be a
XXX on-going component of this effort.

Several Vendor sessions were conducted
XXXXX. These included presentations by
Veritas, Symantec, RSA, Vericept and
GTSI.

Approaches to meeting the Federal and
DOT requirement for Awareness and
Training were discussed. XXXXXX.

Research was conducted and results
provided to XXXX regarding privacy
statements on individual web pages.

XXXXXX.

Discussions held

XXXXXXX.

were regarding

Security issues related to password
XXXXXX.

XXXXXXX.

The XXXXXX.

Windows 2000 Migration meetings were
attended. XXXXXXXX.

A number of project/program meetings
were attended for the purpose of providing
input regarding security issues.
XXXXXXXs.

Monitoring of log files continued on the
firewall XXXXXXX.
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AIS Security Program

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

XXXXXX.
XXXXXXX.

Discussions with Symantec provided
updated information about their current
firewall and security product offerings.

Activities for Next Month

Work will continue on updating all
Volpe Center XXXXXXX.

ISS scans for vulnerabilities of both new
systems being deployed and existing
systems connected to the Volpe LAN will
continue.

Reviews of current technology will be
conducted to ensure a state-of-the-art
capability is maintained for addressing
security issues within the Volpe Center
environment.

XXXXXXX

Efforts will be conducted to address any
XXXXXXXX.

Reviews of logs will be conducted.

Ad hoc tasks will be addressed.

Special Interest Items/Issues

XXXXXXXX.
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Facility Operations

Manager: XXXXXXXX, Volpe Initiator(s): XXXXXX
XXXXXX, 2002 to XXXXXX, 2002

Activities for Reporting Month

The following activities were completed
or continue to be worked on by Facility
Operations personnel during XXXXX.

The Data Entry team in User Services
provided on-going support to XXXXX
during this recording period.

The XXXXX group in User Services
provided on-going support to the XXXXX
during this recording period.

User Services provided Systems
Administration support to the XXXXX
during this recording period.

During XXXXX, the on-going support
of storage management activities continued
through general OpenVMS cluster disk
maintenance and media management in the
XXXXX area. The series of tasks in support
of the Data Center OpenVMS cluster
storage facility also included monitoring
disk capacities to avoid device saturation,
performing any/all monthly housekeeping
on VCS media and performing general disk
housekeeping on the XXXXX and XXXXX
devices.

Through the month, the OpenVMS

Systems Managers performed various
systems administration tasks supporting
XXXXXX.

The OpenVMS Systems Managers, in
concert with the Systems Administration
Team, performed UNIX system
administration tasks that included XXXXX.

The OpenVMS Systems Managers
completed work on the implementation of
the XXXXX.

The OpenVMS Systems Managers, in
concert with the Systems Administration
Team, continued to work with XXXXX
evaluation installation.

The OpenVMS Systems Managers, in concert with

the Systems Administration Team, installed
XXXXX.
The OpenVMS Systems Managers

assisted Administrative Applications with
modifications to the XXXXX.

The OpenVMS Systems Managers
replaced and rebuilt the system disk on
XXXXX.

The OpenVMS Systems Managers
continued work on the XXXXXX provided
the appropriate document to assist in
determining what level of service could
potentially be provided.

Oracle Initiatives
o XXXXX
o XXXXX

o  XXXXXXXX

e During the month of XXXXX the
System  Administration Team
(UNIX and Windows NT/2000)
continued it’s ongoing support and
maintenance of all servers and
associated services. XXXXXXXXX

Project Work:
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Facility Operations

Manager: XXXXXXXX, Volpe Initiator(s): XXXXXX
XXXXXX, 2002 to XXXXXX, 2002

UNIX project work in the month of
XXXXX included resolving a printer queue
issue on the XXXXX.

The team worked with XXXXX.

Windows NT/2000 efforts included
troubleshooting specific networking and
connectivity problems with the XXXXXX.

Extensive support was provided to the
XXXXXXX.

e Network Engineering completec
the following XXXXX

e Network Engineering completed the
following XXXXXX

During the UPS test late in the month of
XXXXX, a failed UPS battery was
identified in the Data Center; this UPS
supports the XXXXXX

Network Engineering worked with
XXXXX.

A XXXX Client has been XXXX.

Activities for Next Month

e Network Engineering is preparing
work on the following VPN
Implementations for XXXXXX

XXXXX.
The System Administration Team

(UNIX and Windows NT/2000) and the
OpenVMS Systems Managers will

continue their on-going support and
maintenance of all Data Center servers as
well as their associated services.

Other:

Printed Output Pages

536,26
Q%'foe,ms 427,448
412,774

425,392

Jun Jul Aug Sep Oct Nov Dec Jan Feb Mar Apr May

XXXXXXXXX.
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PC/Network Support

Manager: XXXXX, Volpe Initiator: XXXXXX
XXXXX, 2002 to XXXX, 2002

Activities for Reporting Month

The Exchange Mailbox totals for the
current month are listed below:

Additions Deletions | Total
Mailboxes 28 3 1368
Remote Mail 3 0 289

Software 260
Hardware 208
EMAIL 105
Reset Password 60
Network 37
Others 30
Total Calls: 700
Exchange: Most of XXXXX was

spent researching and planning the windows
2000 migration, specifically as it relates to
the Exchange servers. XXXXXXX.

XXXXXXX.

Gateway Antivirus
Report

Activity

01-XXXXXXX-2002 00:00:00 - 01-XXXXXXX-
2002 00:00:00

Message Summary

Messages Accepted 226306
Data Accepted (KB) 9181547
Messages Blocked By 0
Subject
Messages Rejected 20
Messages Bounced 52
Messages Delivered 222745
Message Delivery Failures 11
Messages Completed 225793
Attachments Deleted 663
Infection Summary
Infections Ignored 0
Infections Repaired 5
Infections Deleted 124
Total 129
Infections Quarantined 0

Desktop: In XXXXX, the desktop
technicians XXXXX.
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PC/Network Support

Manager: XXXXX, Volpe Initiator: XXXXXX
XXXXX, 2002 to XXXX, 2002

In XXXXX, the desktop group
continued to assist in the installation of IE
XXXXX.

Special Interest Items/Issues

None.
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Strategic Systems Planning

Manager: XXXXXVolpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Activities for Reporting Month

XXXXXX): The system was supported
during the period without incident.

The XXXXX application re-hosting
from the Open VMS operating system to the
Tru64 Unix operating system continued.
XXXXX.

The XXXX Area was used to populate
an XXXX test database. XXXXX.

XXXXX: Several individual users with
specific problems were assisted at their
desktops. Several new accounts were
created. XXXXX.

XXXXX: The development of a list of
data errors that exist in XXXX is in-
progress. This list will provide the basis for
developing an XXXXX that will run daily
and generate a diagnostic error report for use
in correcting them.

Work also continued on generating
required weekly XXXXX reports.

o XXXXX XXXXXXX

XXXXX XXXXX

XXXXX:

XXXXX Module: Meetings were held
with XXXX to review the methods
developed for production processing of the
interface feeds to XXXXX. Several
enhancements were made to the GUI
XXXXX.

XXXXX Module: The XXXX instance
was populated with sample data files. The
actual steps for processing them have
changed since the last time this was tested.
All relevant processing scripts were
accumulated and combined, and a
production process solution was created for
review by the XXXX group.

XXXXX: Members of the XXXXX
team met and identified XXXX reports to
use for conversion testing. XXXXX.

XXXXX: The XXXXXX team
contacted the XXXXX staff responsible for
XXXXX data extracts and is awaiting their
response. No new activity occurred this
month.

XXXXX: The XXXX software was
received, and those portions XXXX were
installed. XXXXX. XXXXXX software
were installed successfully and the server
was scheduled for the required ISS security
scan.

Data wvalidation activities continued,
incorporating XXXXX along with the
analysis of XXXXX Daily e-mails
monitoring  the  differences  between
XXXXX-Incremental were analyzed and
presented to XXXXXXX.

The planning effort for the design and
implementation of a XXXX was completed.

XXXXXX: The XXXX Requirements
and the XXXXXX Requirements were
finalized and await submission to the
XXXX team once the new XXXX plan is
established.
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Strategic Systems Planning

Manager: XXXXXVolpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

The XXXXX processes were
determined, refined, and draft
documentation was generated. This included
XXXXXXX.

XXXXXX: Technical and planning
meetings were temporarily suspended.

XXXX Web: Both the XXXXX sites
were monitored to ensure availability and
reliability. Feedback for both was gathered
and responses coordinated.

The evaluation of XXXXX for use with
the Intranet and Internet continued.

Planning continued for an upgrade of the
current XXXXXX servers.

XXXXX team members continued to
participate in meetings related XXXXXX.

XXXXX: The XXXXXX was updated
with new XXXXXXXXX.

XXXXXXs were launched on the
Intranet.

Information on Technical Topics is in
XXXXXXX.

A “XXXXXXXX.
XXXXXXX.
XXXXXXXXX.

Volpe Internet: Updates were made to
several sections, including the XXXXXX.

Work continued on XXXXX to meet
Section 508 standards.

XXXXXXX,
Other Internet: The XXXXXX.

XXXXX team members supported a
short-term effort related to the XXXXXXX

Activities for Next Month

XXXXXXX): Work will continue to
establish additional fiscal year data in the
test database XXXXXXX.

XXXXXX: Assistance to Desktop
Support and User Administration will

continue. Research will continue regarding
the XXXXXX.

XXXXXX): Selected XXXXX reports
will be identified for development.

Work will continue to resolve the
XXXXXX.

XXXXXreports were selected for
conversion to Crystal Reports by the
Reports
Team. XXXXXX.

XXXXXXXX:

XXXXXX  Module:  Pending  the
availability of XXXXXXX This will insure
that modification to the test data and burden
run schedules were successful.

Modifications to the XXXXXXX.
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Strategic Systems Planning

Manager: XXXXXVolpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

The generation of a XXXXXXX.

XXXXXXX XXXXXX: Efforts will be
made to automate the XXXXXX. These
changes will be demonstrated to the users
during a simulated production run of the
files. Once the related XXXXXXX a test
XXXXX schedule run can be performed.

XXXXXXX: Pending the availability of

XXXXX team resources, conversion
activities XXXXX XXXXX. It is
anticipated that answers to questions
generated by the XXXXXX.
XXXXXX: The Volpe data
requirements will be XXXXXX.
XXXXXXX: Data extract and

validation activities will continue, as the

XXXXX 1is refined.  The design and
implementation of the XXXXX will
continue.

XXXXXX: XXXXX processes will

continue to be refined and documented. The
XXXXX will continue to be maintained.
Support will continue to be provided to
XXXXXX.

XXXXXXX: XXXXX meetings will
continue as needed to refine the approach
for implementing the XXXXX system.

XXXXX Web: Monitoring of Internet
and Intranet sites to ensure availability and
reliability will continue.

Intranet: Updates and maintenance
activities will continue. XXXXXX.

Volpe Internet: Updates and
maintenance  activities will  continue.
XXXXXXX,

Special Interest Items/Issues

None.
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Technical Topics
By
X
XXXXX to XXXXX

Migrating to the Windows 2000 Network Operating System

IADPSS Monthly Progress Report
12



Table of Contents

IADPSS Monthly Progress Report
XXXXX, 2002 to XXXXX, 2002

AdMINISIrative APPLICATIONS....uueeeeeevvosreiesssuresssanesssaresssasssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssss 1
ALS SCCUFTLY PPOZFANL.cuuenneaeronaeiosraviossavssssarisssasssssassssssssssssssssssssssssssssssssssssssssasssssssssssasssssasssssnssss 3
FACIIILY OPOFALIONS.cuuvennnaevonaviosaeessraresssarissssssssssssssasssssssssssssssssssssssssssssssssssssssssssssssssssasssssasssssas 6
PC/NEIWOFK SUPDPOTE auaennnerosererosserossersssssisssssssssasssssasssssassssssssssssssssssssssassssssssssssssssssssssssssssssssses 10
Strategic SYSEM PIANIING ........eueeeveuererserosserossesssssssssssssssssssssssssssassssssssssssssssssssssssssssssssssssssses 12

TECHRICAL TOPICS «evevnneeeosunossurssssunssssasssssssssssassssssssssssssssssssssssssssssssssasssssssssssasssssssssssssssssassssasssses 18



Administrative Applications

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Activities for Reporting Month

In the Production and Maintenance
Area, general production support work
continued with the following notable special
maintenance activities.

Support was provided for processing of
XXXXXXXX and XXXXXX data. This
included resolving database and systems
issues, and programming several ad-hoc
reports. Normal batch processing of
XXXXX and XXXX feeds into XXXX
occurred.

The XXXXX database was purged of
XXXXX codes.

The XXXXX, and XXXXX Systems
experienced no problems during the period.

The XXXXX System users requested
and received eight special reports.

The XXXXX System users had trouble
accessing the data maintenance system. The
problem was resolved by rebooting their PC.

The following notable New Work Task
activities took place during the reporting
month:

In the XXXXX area, weekly Work
Group and bi-weekly Checkpoint meetings

continued. =~ Work on outstanding tasks
associated with the contracts
implementation continued. For more

information on XXXXX specific issues, see
the Strategic Systems Planning section of
this report.

In the XXXXX System area, working
sessions continued to complete the tasks
associated with developing the XXXXX
feed to XXXXX.

Analysis  XXXX  regarding  the
conversion of the XXXX database to the
XXXXX platform and database structures.

For more information, see the Strategic
Systems Planning section of this document.

In the XXXXX area, support was provided
to the ongoing validation effort. Daily
comparisons of XXXXX-Incremental data
continued and were compiled, analyzed and
presented to XXXXX.

The effort to add new fields to the data
extracts for the XXXX area continued.
These additional data fields are required to
support the informational data requirements
of XXXXX. An initiative to re-organize
and finalize the data extracts for the
XXXXX area was implemented. The
enhanced format of the extracts will allow
for more efficient management when the
data staging area is released for XXXXX.

For more information, see the Strategic
Systems Planning section of this document.

Activities for Next Month

During the next month, the following
activities are planned in addition to
performing  routine  production  and
maintenance support.
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Administrative Applications

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Support will be provided for month-end
XXXXX and opening of XXXXX and the
XXXX for the following month.

Normal maintenance activities are
planned for XXXXX, and XXXX Systems
for next period.

Normal maintenance activities are
planned for the XXXXX System.

In the XXXXX Systems area, the
subcommittee ~ working  sessions  will
continue to address the issues related to
completing the XXXX task.

Programming of the XXXXX feed to
XXXX will be tested.

Analysis of all legacy systems will
continue to identify interfaces with the
XXXX database.

Analysis will continue regarding the
conversion of the XXXX database for the
XXXXX project. The XXXX data
migration will require XXXXXX.

In the XXXX area, the effort to monitor
and analyze the XXXXX will continue.
XXXXXX.

For more information about the XXXXX
tasks, see the Strategic Systems Planning
section of this document.

Special Interest Items/Issues

None.
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AIS Security Program

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Activities for Reporting Month

Data documentation for the XXXX
Database including data XXXXX was
created. In line with the data documentation,
a newly created XXXXX was documented
and proposed.

XXXXX.
The Center-wide XXXXXX

A complete listing of all outstanding
operating system and software patches was
supplied to XXXXX. XXXXX.

XXXXX efforts were once again
conducted to provide security log reviews
XXXXX.

A design was developed and an
implementation process was performed to
XXXXXX.

Remediation and configuration changes
were applied to several servers as part of the
continuing efforts to XXXXXX.

Several planning sessions were held
regarding the XXXXXX

All XXXXX, XXXXX Web sites were
reviewed for compliance to DOT web site
regulations.

Discussions were initiated for security
compliance, SSP  preparation, and
Certification efforts for XXXXX manager.

Planning meetings were held with the
Applications Development team for the
XXXX Project. Security Planning will be a
XXX on-going component of this effort.

Several Vendor sessions were conducted
XXXXX. These included presentations by
Veritas, Symantec, RSA, Vericept and
GTSI.

Approaches to meeting the Federal and
DOT requirement for Awareness and
Training were discussed. XXXXXX.

Research was conducted and results
provided to XXXX regarding privacy
statements on individual web pages.

XXXXXX.

Discussions held

XXXXXXX.

were regarding

Security issues related to password
XXXXXX.

XXXXXXX.

The XXXXXX.

Windows 2000 Migration meetings were
attended. XXXXXXXX.

A number of project/program meetings
were attended for the purpose of providing
input regarding security issues.
XXXXXXXs.

Monitoring of log files continued on the
firewall XXXXXXX.
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AIS Security Program

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

XXXXXX.
XXXXXXX.

Discussions with Symantec provided
updated information about their current
firewall and security product offerings.

Activities for Next Month

Work will continue on updating all
Volpe Center XXXXXXX.

ISS scans for vulnerabilities of both new
systems being deployed and existing
systems connected to the Volpe LAN will
continue.

Reviews of current technology will be
conducted to ensure a state-of-the-art
capability is maintained for addressing
security issues within the Volpe Center
environment.

XXXXXXX

Efforts will be conducted to address any
XXXXXXXX.

Reviews of logs will be conducted.

Ad hoc tasks will be addressed.

Special Interest Items/Issues

XXXXXXXX.
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Facility Operations

Manager: XXXXXXXX, Volpe Initiator(s): XXXXXX
XXXXXX, 2002 to XXXXXX, 2002

Activities for Reporting Month

The following activities were completed
or continue to be worked on by Facility
Operations personnel during XXXXX.

The Data Entry team in User Services
provided on-going support to XXXXX
during this recording period.

The XXXXX group in User Services
provided on-going support to the XXXXX
during this recording period.

User Services provided Systems
Administration support to the XXXXX
during this recording period.

During XXXXX, the on-going support
of storage management activities continued
through general OpenVMS cluster disk
maintenance and media management in the
XXXXX area. The series of tasks in support
of the Data Center OpenVMS cluster
storage facility also included monitoring
disk capacities to avoid device saturation,
performing any/all monthly housekeeping
on VCS media and performing general disk
housekeeping on the XXXXX and XXXXX
devices.

Through the month, the OpenVMS

Systems Managers performed various
systems administration tasks supporting
XXXXXX.

The OpenVMS Systems Managers, in
concert with the Systems Administration
Team, performed UNIX system
administration tasks that included XXXXX.

The OpenVMS Systems Managers
completed work on the implementation of
the XXXXX.

The OpenVMS Systems Managers, in
concert with the Systems Administration
Team, continued to work with XXXXX
evaluation installation.

The OpenVMS Systems Managers, in concert with

the Systems Administration Team, installed
XXXXX.
The OpenVMS Systems Managers

assisted Administrative Applications with
modifications to the XXXXX.

The OpenVMS Systems Managers
replaced and rebuilt the system disk on
XXXXX.

The OpenVMS Systems Managers
continued work on the XXXXXX provided
the appropriate document to assist in
determining what level of service could
potentially be provided.

Oracle Initiatives
o XXXXX
o XXXXX

o  XXXXXXXX

e During the month of XXXXX the
System  Administration Team
(UNIX and Windows NT/2000)
continued it’s ongoing support and
maintenance of all servers and
associated services. XXXXXXXXX

Project Work:

IADPSS Monthly Progress Report

5



Facility Operations

Manager: XXXXXXXX, Volpe Initiator(s): XXXXXX
XXXXXX, 2002 to XXXXXX, 2002

UNIX project work in the month of
XXXXX included resolving a printer queue
issue on the XXXXX.

The team worked with XXXXX.

Windows NT/2000 efforts included
troubleshooting specific networking and
connectivity problems with the XXXXXX.

Extensive support was provided to the
XXXXXXX.

e Network Engineering completec
the following XXXXX

e Network Engineering completed the
following XXXXXX

During the UPS test late in the month of
XXXXX, a failed UPS battery was
identified in the Data Center; this UPS
supports the XXXXXX

Network Engineering worked with
XXXXX.

A XXXX Client has been XXXX.

Activities for Next Month

e Network Engineering is preparing
work on the following VPN
Implementations for XXXXXX

XXXXX.
The System Administration Team

(UNIX and Windows NT/2000) and the
OpenVMS Systems Managers will

continue their on-going support and
maintenance of all Data Center servers as
well as their associated services.

Other:

Printed Output Pages

536,26
Q%'foe,ms 427,448
412,774

425,392

Jun Jul Aug Sep Oct Nov Dec Jan Feb Mar Apr May

XXXXXXXXX.
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PC/Network Support

Manager: XXXXX, Volpe Initiator: XXXXXX
XXXXX, 2002 to XXXX, 2002

Activities for Reporting Month

The Exchange Mailbox totals for the
current month are listed below:

Additions Deletions | Total
Mailboxes 28 3 1368
Remote Mail 3 0 289

Software 260
Hardware 208
EMAIL 105
Reset Password 60
Network 37
Others 30
Total Calls: 700
Exchange: Most of XXXXX was

spent researching and planning the windows
2000 migration, specifically as it relates to
the Exchange servers. XXXXXXX.

XXXXXXX.

Gateway Antivirus
Report

Activity

01-XXXXXXX-2002 00:00:00 - 01-XXXXXXX-
2002 00:00:00

Message Summary

Messages Accepted 226306
Data Accepted (KB) 9181547
Messages Blocked By 0
Subject
Messages Rejected 20
Messages Bounced 52
Messages Delivered 222745
Message Delivery Failures 11
Messages Completed 225793
Attachments Deleted 663
Infection Summary
Infections Ignored 0
Infections Repaired 5
Infections Deleted 124
Total 129
Infections Quarantined 0

Desktop: In XXXXX, the desktop
technicians XXXXX.

IADPSS Monthly Progress Report



PC/Network Support

Manager: XXXXX, Volpe Initiator: XXXXXX
XXXXX, 2002 to XXXX, 2002

In XXXXX, the desktop group
continued to assist in the installation of IE
XXXXX.

Special Interest Items/Issues

None.
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Strategic Systems Planning

Manager: XXXXXVolpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Activities for Reporting Month

XXXXXX): The system was supported
during the period without incident.

The XXXXX application re-hosting
from the Open VMS operating system to the
Tru64 Unix operating system continued.
XXXXX.

The XXXX Area was used to populate
an XXXX test database. XXXXX.

XXXXX: Several individual users with
specific problems were assisted at their
desktops. Several new accounts were
created. XXXXX.

XXXXX: The development of a list of
data errors that exist in XXXX is in-
progress. This list will provide the basis for
developing an XXXXX that will run daily
and generate a diagnostic error report for use
in correcting them.

Work also continued on generating
required weekly XXXXX reports.

o XXXXX XXXXXXX

XXXXX XXXXX

XXXXX:

XXXXX Module: Meetings were held
with XXXX to review the methods
developed for production processing of the
interface feeds to XXXXX. Several
enhancements were made to the GUI
XXXXX.

XXXXX Module: The XXXX instance
was populated with sample data files. The
actual steps for processing them have
changed since the last time this was tested.
All relevant processing scripts were
accumulated and combined, and a
production process solution was created for
review by the XXXX group.

XXXXX: Members of the XXXXX
team met and identified XXXX reports to
use for conversion testing. XXXXX.

XXXXX: The XXXXXX team
contacted the XXXXX staff responsible for
XXXXX data extracts and is awaiting their
response. No new activity occurred this
month.

XXXXX: The XXXX software was
received, and those portions XXXX were
installed. XXXXX. XXXXXX software
were installed successfully and the server
was scheduled for the required ISS security
scan.

Data wvalidation activities continued,
incorporating XXXXX along with the
analysis of XXXXX Daily e-mails
monitoring  the  differences  between
XXXXX-Incremental were analyzed and
presented to XXXXXXX.

The planning effort for the design and
implementation of a XXXX was completed.

XXXXXX: The XXXX Requirements
and the XXXXXX Requirements were
finalized and await submission to the
XXXX team once the new XXXX plan is
established.
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Strategic Systems Planning

Manager: XXXXXVolpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

The XXXXX processes were
determined, refined, and draft
documentation was generated. This included
XXXXXXX.

XXXXXX: Technical and planning
meetings were temporarily suspended.

XXXX Web: Both the XXXXX sites
were monitored to ensure availability and
reliability. Feedback for both was gathered
and responses coordinated.

The evaluation of XXXXX for use with
the Intranet and Internet continued.

Planning continued for an upgrade of the
current XXXXXX servers.

XXXXX team members continued to
participate in meetings related XXXXXX.

XXXXX: The XXXXXX was updated
with new XXXXXXXXX.

XXXXXXs were launched on the
Intranet.

Information on Technical Topics is in
XXXXXXX.

A “XXXXXXXX.
XXXXXXX.
XXXXXXXXX.

Volpe Internet: Updates were made to
several sections, including the XXXXXX.

Work continued on XXXXX to meet
Section 508 standards.

XXXXXXX,
Other Internet: The XXXXXX.

XXXXX team members supported a
short-term effort related to the XXXXXXX

Activities for Next Month

XXXXXXX): Work will continue to
establish additional fiscal year data in the
test database XXXXXXX.

XXXXXX: Assistance to Desktop
Support and User Administration will

continue. Research will continue regarding
the XXXXXX.

XXXXXX): Selected XXXXX reports
will be identified for development.

Work will continue to resolve the
XXXXXX.

XXXXXreports were selected for
conversion to Crystal Reports by the
Reports
Team. XXXXXX.

XXXXXXXX:

XXXXXX  Module:  Pending  the
availability of XXXXXXX This will insure
that modification to the test data and burden
run schedules were successful.

Modifications to the XXXXXXX.
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Strategic Systems Planning

Manager: XXXXXVolpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

The generation of a XXXXXXX.

XXXXXXX XXXXXX: Efforts will be
made to automate the XXXXXX. These
changes will be demonstrated to the users
during a simulated production run of the
files. Once the related XXXXXXX a test
XXXXX schedule run can be performed.

XXXXXXX: Pending the availability of

XXXXX team resources, conversion
activities XXXXX XXXXX. It is
anticipated that answers to questions
generated by the XXXXXX.
XXXXXX: The Volpe data
requirements will be XXXXXX.
XXXXXXX: Data extract and

validation activities will continue, as the

XXXXX 1is refined.  The design and
implementation of the XXXXX will
continue.

XXXXXX: XXXXX processes will

continue to be refined and documented. The
XXXXX will continue to be maintained.
Support will continue to be provided to
XXXXXX.

XXXXXXX: XXXXX meetings will
continue as needed to refine the approach
for implementing the XXXXX system.

XXXXX Web: Monitoring of Internet
and Intranet sites to ensure availability and
reliability will continue.

Intranet: Updates and maintenance
activities will continue. XXXXXX.

Volpe Internet: Updates and
maintenance  activities will  continue.
XXXXXXX,

Special Interest Items/Issues

None.
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Technical Topics
By
X
XXXXX to XXXXX

Migrating to the Windows 2000 Network Operating System
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Administrative Applications

Manager: XXXXXXX, Volpe Initiator: XXXXXXX
XXXXXXX, 2002 to XXXXXXX, 2002

Activities for Reporting Month

In the Production and Maintenance
Area, general production support work
continued with the following notable special
maintenance activities.

Support was provided for processing of
XXXXXXX data. This included extensive
analysis regarding XXXXXX, programming
several ad-hoc reports against the XXXXX
file, programming several XXXXXX, and
programming a report modification to
XXXXXX. Normal batch processing of
XXXX and XXXXX into XXXXX
occurred.

The XXXXX, and XXXXX Systems
experienced no problems during the period.

The XXXXX System was modified to
eliminate the production of two reports and
to place a new report into production. The
users requested and received two special
reports.

The XXXXXX System users requested
and received a special request report of
XXXXXX.

The following notable New Work Task
activities took place during the reporting
month:

In the XXXXX area, weekly Work
Group and bi-weekly Checkpoint meetings
continued. =~ Work on outstanding tasks
associated with the XXXXXX continued.
For more information on XXXXXX specific
issues, see the Strategic Systems Planning
section of this report.

In the XXXXX area, working sessions
continued to complete the tasks associated
with developing the XXXX to XXXX.

A telcon occurred mid-month regarding
the conversion of the XXXXXX database to
the XXXXX platform and database
structures.

For more information, see the Strategic
Systems Planning section of this document.

In the XXXX area, support was provided
to the ongoing validation effort by daily
monitoring of the XXXXXX.

The XXXXX extract program was
modified and tested to allow for separate
PRPO XXXXX. XXXX mail was installed
and tested by SysAdmin on XXXXX and
the extract programs were modified to
provide XXXXXX. In addition, minor
changes were made to some of the fields in
the data extract as required by XXXXX.

For more information, see the Strategic
Systems Planning section of this document.

Activities for Next Month

During the next month, the following
activities are planned in addition to
performing  routine  production  and
maintenance support.

Support will be provided for month-end
closing of the XXXX and opening of XXXX
and the XXXX for the following month.
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Administrative Applications

Manager: XXXXXXX, Volpe Initiator: XXXXXXX
XXXXXXX, 2002 to XXXXXXX, 2002

Normal maintenance activities are
planned for XXXXX, and XXXX Systems
for next period.

Normal maintenance activities are
planned for the XXXX System.

In the XXXX Systems area, the
subcommittee ~ working  sessions  will
continue to address the issues related to
completing the XXXX task.

Programming of the XXXX will be
tested.

Analysis of all XXXX systems will
continue to identify interfaces with the
XXXX database.

Analysis will continue regarding the
conversion of the XXXX database for the
XXXX project. The XXXX data migration
will require extensive teamwork among
XXXX.

In the XXXX area, the effort to monitor
and analyze the data in the XXXX will
continue. In addition, programming and
analytical support will continue to be
provided in support of XXXX area
activities.

For more information about the XXXXX
tasks, see the Strategic Systems Planning
section of this document.

Special Interest Items/Issues

None.
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AIS Security Program

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

Activities for Reporting Month

Reviewed and documented all web sites
hosted at the Volpe Center for compliance to
DOT regulations.

The Center-wide vulnerability scanning
effort focused on XXXXX XXXXXX.

Provided recommendation to
XXXXteam for implementing XXXX for
use in all data transfers within XXXX.

XXXXX.

Presented a secure design for hosting
XXXXX.

Remediation and configuration changes
were applied to several servers XXXXXXX.

Met with XXXX to discuss optimum
way to implement XXXX certificates over
XXXXX.

The XXXXXX was expanded and
further additions to the Plan were
incorporated.

XXXXX were updated and revised. One
XXXXX remains to be completed.

Provided research to XXXXX regarding
XXXX on individual web pages.

The final status report for the XXXX
project management.

XXXXX services are being researched
and analyzed. A recommendation for use at

the Volpe Center was provided to
management.

XXXXXX was reviewed with System
Administration.

Work commenced with the XXXXXe
group in ensuring the development of the
XXXX is done according to DOT
certification and accreditation standards.

Activities associated with the
XXXXBackup project continued.

Participated in XXXXX Migration
meetings. XXXXX.

A number of XXXX meetings were
attended for the purpose of providing input
regarding security issues. These included
XXXXX programs.

Monitoring of log files continued on the
XXXXX.

Several ad hoc activities were conducted
XXXXXX.

Discussions were XXXX with XXXXX
services.
Activities for Next Month

Work will continue on the XXXXX
Programs as appropriate.

Work will continue on updating all
XXXX.
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AIS Security Program

Manager: XXXXX, Volpe Initiator: XXXXX
XXXXX, 2002 to XXXXX, 2002

XXXXX of both new systems being
deployed and existing systems connected to
the Volpe LAN will continue.

Reviews of current technology will be
conducted to ensure a state-of-the-art
capability is XXXXX environment.

Work will continue on the XXXX
Project. That project will be more tightly
intertwined with XXXX project.

Research continues with regards to
upgrading the XXXXXX.

XXXXXXX.
Reviews of logs will be conducted.

Ad hoc tasks will be addressed.

Special Interest Items/Issues

XXXXXXXXX.
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Facility Operations

Manager: XXXXXXXX, Volpe Initiator(s): XXXXXX
XXXXX, 2002 to XXXXXXX, 2002

Activities for Reporting Month

The following activities were completed
or continue to be worked on by Facility
Operations personnel during XXXXXX
2002.

The XXXX team in User Services
provided on-going support to the XXXXXX
during this recording period.

The XXXXX provided on-going
support to the Airworthiness project,
XXXXX during this recording period.

User Services provided Systems
Administration support to the XXXXX
during this recording period.

During XXXX 2002, the on-going
support of XXX activities continued
through general OpenVMS cluster disk
maintenance and media management in the
XXXX area. The series of tasks in support
of the XXXX facility also included
monitoring disk capacities to avoid device
saturation, performing any/all monthly
housekeeping on XXX and performing
general disk XXXXXX.

Through the month, the OpenVMS
Systems Managers performed various
systems administration tasks supporting the
XXXXXX.

The OpenVMS Systems Managers, in
concert with the Systems Administration

Team, performed UNIX system
administration tasks that included
XXXXXX.

The OpenVMS Systems Managers
upgraded the XXXXXX.

The OpenVMS Systems Managers
enabled e-mail communications from
XXXXX.

The OpenVMS Systems Managers
Managers wrote a XXXXX.

Due to Developer changes on the
XXXXX, the OpenVMS Systems Managers
had to request a XXXXX.

The OpenVMS Systems Managers
added XXXXX Gigabyte disk drives and an

additional XXXX Channel card to
XXXXXX.
Oracle Initiatives
o XXXXX.
o XXXXXX.
e During the month of XXXX, the
System  Administration Team
XXXX continued it’s ongoing

support and maintenance of all
servers and associated services. This
included XXXXXX

The Systems Administration Team met
with the XXXXXXX

Project Work:

UNIX project work in the month of
XXXX included the migration of the
XXXXX.

UNIX patches and XXXXX were
planned.
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Facility Operations

Manager: XXXXXXXX, Volpe Initiator(s): XXXXXX
XXXXX, 2002 to XXXXXXX, 2002

The Systems Administration Team
assisted with efforts to migrate XXXXX.

The Systems Administration Team built
the XXXXX

Windows NT/2000 efforts for the month
included XXXXX.

XXXXXX.

The Systems Administration Team
supported the XXXXXXXX.

Volpe XXXXXX.
XXXXXXXX
Network Engineering XXXXXXX.

Network Engineering completed the
following XXXXXXXXX

Network Engineering completed al
required network infrastructure installations
and configurations XXXXXXXX.

Network Engineering completed the
layout and installation of XXXXXXXX.

Network Engineering had the primary
responsibility for XXXXXXXX

The XXXXXXXX.

Network Engineering provided network
support for XXXXXX.

Network  Engineering tested VPN
connectivity XXXXXX.

Activities for Next Month

Network Engineering is in process with
the XXXXX

Network Engineering is in the process of
setting up a XXXXXXX

The System Administration Team
XXXXX and the OpenVMS Systems
Managers will continue their on-going
support and maintenance of all Data Center
servers as well as their associated services.

Other:

Printed Output Pages

536,260486,696

401,837, 446,138 427,445 425392
600,0001388,974 0 9o o 774 s

425,392
472 419,782

Jul Aug Sep Oct Nov Dec Jan Feb Mar Apr May Jun

Special Interest Items / Issues
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PC/Network Support

Manager: XXXXXX, Volpe Initiator: XXXXXX
XXXXXX, 2002 to XXXXXX, 2002

Activities for Reporting Month

The Exchange Mailbox totals for the

current month are listed below:

Additions Deletions | Total
Mailboxes 28 5 1391
Remote Mail 4 0 293

All Calls Received between XXXX and

XXXXX

XXXXXXXXXX

Email 73
General Inquiry 24
Hardware-Instl 32
Hardware-Probs 29
Mainframe Issue 1
Move Add Change 15
Network 39
New Account 27
New PC Install 50
Printing 34
Reset Password 48
Server Issues 17
Software 110

Grand Total of Call ID: 530

Exchange:

Gateway Antivirus

Report

XXXX X

Activity

XXXXXX0:00:00 - XXXXXXXX 00:00:00

Message Summary
Messages Accepted

191969

Data Accepted (KB) 8123494
Messages Blocked By 0
Subject

Messages Rejected 28
Messages Bounced 41
Messages Delivered 209829
Message Delivery Failures 13
Messages Completed 191126
Attachments Deleted 1066

Desktop: In XXXXX, the desktop
technicians XXXXXX.

In XXXXX, the desktop group
continued with the installation of IE
XXXXXXX.

Heat: The Heat database has been
upgraded to version 6.4. XXXXXXX.

Special Interest Items/Issues

None.
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Strategic Systems Planning

Manager: XXXXXX Volpe Initiator: XXXXXX
XXXXXX, 2002 to XXXXXX, 2002

Activities for Reporting Month

XXXXXX: The system was supported
during the period without incident. One new
user was added during the period.

The XXXX from the Open VMS
operating system to the Tru64 Unix
operating system continued. XXXXXX.

The XXXXX was used to populate an
XXXXXX. Validation of data continued
with success.

XXXXX: Several individual users with
specific problems were assisted at their
desktops. Several new accounts were
created.

XXXXXXXX: The development of a
list of data XXXXX is in-progress. This list
will provide the basis for developing
XXXXXXX.

o XXXXXXX
- XXXXXXX
o XXXXXXX

- Four Additional Crystal Reports are
being developed by the group:
o XXXXXXXXX

XXXXXXX
XXXXXXX:

XXXXXX Module: Enhancements were
made to the interface file preview scripts
based on feedback from the XXXXXX
group. A review of those enhancements will
be performed during the next round of

interface testing. XXXXXX. Request for
further support was submitted.

XXXXXX Module: XXXXX.

XXXXXXX: Members of the XXXXX
team met and made progress towards
finalizing some outstanding issues.

A teleconference  occurred  with
XXXXXX. No further discussions occurred
during the month.

XXXXXX: The XXXXX team
contacted the XXXXXX. No new activity
occurred this month.

XXXXXX: The  XXXXXXX.
Following the completion of XXXXX
design phase, the XXXX development was
begun.

XXXXXXX The XXXX Area
processes were further refined, tested, and
documented. XXXXXXX

XXXXXX: Technical and planning
meetings were temporarily suspended.

XXXXX Web: Both the Internet and
Intranet sites were monitored to ensure
availability and reliability. Feedback for

both was gathered and responses
coordinated.
XXXXXXX

Web  development team members
continued to participate in meetings related
to XXXXXXX.
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Strategic Systems Planning

Manager: XXXXXX Volpe Initiator: XXXXXX
XXXXXX, 2002 to XXXXXX, 2002

XXXX: The XXXX was updated with
new content, and routine maintenance tasks
were performed. XXXXXXX.

Discussions are under way to remove
out-dated and redundant items from Shared
Folders, XXXXXXXX.

Information on Technical Topics is in
the final stages of XXXXXXX

XXXX.
XXXXX.
XXXXXX.

Internet: Updates were made to several
sections, including XXXXX.

Additional subsites are under
development.
New privacy policy pages were

developed and posted to meet requirements
issued by DOT.

Other Internet: XXXXXXX.

New privacy policy pages were
developed and posted to meet requirements
issued by DOT.

Activities for Next Month

XXXXXXX Work will continue to
establish additional XXXX data in the test
database derived from data in the XXXXX.
Activity pertaining to the move of XXXXX
will also continue.

XXXXX: Assistance to Desktop
Support and User Administration will
continue. Research will continue regarding
the XXXXX issue.

XXXXX: Selected XXXXX reports will
be identified for development.

Work will continue to resolve the
XXXXX identified.

XXXXX.

XXXXXX.
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Strategic Systems Planning

Manager: XXXXXX Volpe Initiator: XXXXXX
XXXXXX, 2002 to XXXXXX, 2002

XXXXXX
XXXXX:

XXXXX Module: On-site XXXXX
support from XXXXX is anticipated to be
available. A fresh set of test data will be
prepared and the procedures used to process
a new interface file will be documented.

XXXXXX Module: The XXXXXXX

XXXXXX: Pending the availability of
XXXXX Implementation team resources,
conversion activities could resume.

XXXXXXX: The  XXXXXX
requirements will be reviewed with
XXXXXX Implementation team pending
their availability. XXXXXX.

XXXXXXXX: XXXXX activities will
continue as the XXXXX is refined. The
design and implementation of the XXXXX
will continue.

IXXXXXX: XXXXX Area processes
will continue to be refined, tested and
documented. XXXXXXX.

XXXXXX: XXXXX meetings will
continue as needed to refine the approach
for implementing XXXXX capability.

XXXX Web: Monitoring of Internet and
Intranet sites to ensure availability and
reliability will continue.

Intranet: Updates and maintenance
activities will continue. XXXXXXX.

Volpe Internet: Updates and
maintenance  activities will  continue.
XXXXXXX,

Special Interest Items/Issues

None.
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Technical Topics

XXXXXX, 2002 to XXXXXXXX, 2002

NO TECHNICAL TOPIC FOR JUNE
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